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FRESH AS AMENDED STATEMENT OF CLAIM

Notice of Action issued on August 22, 2011
1. The plaintiffs claim from the defendant, The Teronto-Dominion Bank (“ID Bank™):

(a) damages in the Canadian dollar amount equivalent to US$S5.5 billion and further

amounts to be determined prior to trialy

(b)  an accounting and disgorgement of profits in amounts to be determined prior to

trialy

(c) prejudgment and post-judgment interest on the foregoing amounts pursuant to the

Court of Justice Act;
(d)  costs of this action on a substantial indemnity basis plus H.8.T.; and

() such further and other relief as this Honourable Court may deem just.



L OVERVIEW

2, The plaintiffs seek to recover damages arising from the defendant's negligence, knowing
assistance, recklessness and failure to act as a reasonable bank in response to a multi-billion
dollar fraud perpetrated against its customer, Stanford International Bank Limited (“SIB"), an

Antiguan bank now in liquidation,

3. SIB, an international banking company based in Antigua, offered opportunities to

customers around the world to purchase certificates of deposit (“CDs”).

4. Approximately US$10 billion in CDs were sold by SIB to more than 21,000 customers in
approximately 113 different countries, Taking into account amounts paid or repaid to SIB
depositors in interest or CD redemption payments, SIB had a core capital loss of approximately
US$5.5 billion by the time SIB collapsed in February 2009. Purchasers of SIB CDs and SIB
employees were led to believe that sums deposited with SIB would be and wére invested using a
Jow-risk investment strategy concentrating on maximum liquidity in a well-balanced, widely

diversified global portfolio that would provide generous returns.

5. Instead of investing funds received by SIB customers as represented, Robert Allen
Stanford (“Stanford”) and a small cabal of other insiders (the “Other Insiders™) orchestrated a
scheme to loot SIB of several billion dollars of its assets (the “SIB Looting™), The Other Insiders

consisted of, most notably, James Milton Davis (“Davis”), SIB's Chief Financial Officer,

6. To perform the SIB Looting, Stanford and the Other Insiders misappropriated and
misapplied the vast majority of SIB's assets. They placed SIB's assets into speculative, largely
illiquid investments, diverted them to other companies owned by Stanford, made approximately

US$2 billion in concealed and unsecured SIB shareholder loans to Stanford and used them to
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fund their own lavish lifestyles. As a result, Stanford and the Other Insiders breached their
fiduciary duties owed to SIB and acted to the detriment of SIB for their own financial gain. On
June 12, 2012, Stanford was sentenced to 110 years in prison for orchestrating the SIB Looting.

The Other Insiders have also been convicted in connection with the SIB Looting,

7. Beginning in the early 1990s, TD Bank acted as correspondent bank for SIB. In
particular, TD Bank opened and maintained multiple correspondent bank accounts for SIB
through which flowed the vast majority of all investor funds for the purchase of SIB CDs and
payments from SIB to investors and others in multiple jurisdictions around the world, For
instance, in the January 1, 2008 to February 2009 period which preceded the date when
regulators discovered and terminated the SIB Looting, approximately U8$2,539,762,421.22 was
credited to SIB's TD Bank account number 360012161670, As a result, SIB was a significant
source of revenue for TD Bank. In fact, as the SIB Looting grew, so too did TD Bank's revenue,
80 much so that SIB became TD Bank's largest correspondent banking customer in the world, In

addition, TD Bank provided trade financing and treasury services to SIB.

8. TD Bank also acted as correspondent bank for Bank of Antigua Limited (“BOA”), a
Stanford-owned onshore bank based in Antigua, and provided other banking services to
Caribbean Star Airlines Ltd, and Caribbean Sun Airlines Inc., both entities owned by Stanford
(together, “Caribbean Star Airlines™). Further, TD Asset Management Inc. and TD Waterhouse
Private Investment Counsel Inc., both of which were wholly-owned subsidiaries of TD Bank
(together, “TD Waterhouse”), managed discretionary investment portfolios for both SIB and

BOA.
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9.  TD Bank opened SIB's correspondent bank accounts without conducting any “know your
client” (“KYC”) or anti-money laundering (*AML") due diligence. It did so notwithstanding
that correspondent banking is the highest risk service provided by banks. In addition, there was
clearly no legitimate business purpose for SIB to require correspondent banking services in
Canada. For among other reasons, this was because SIB initially did not have any Canadian
customers and all of the funds wired to SIB's accounts at TD Bank were in U.S. dollars, |

Accordingly, TD Bank never should have accepted SIB as a client in the first place.

10.  Inlegitimate circumstances, SIB would have sought and received correspondent banking
services from a U.S. bank. However, due to the clear risk occasioned by SIB, U.S. banks had
refused to provide correspondent banking services to SIB, a fact that TD Bank was fequired to be
aware of. In fact, throughout the period that TD Bank provided correspondent banking services
to SIB, U.S. banks generally refused to provide corrGSponden't banking services to 'any offshore
or Antiguan-based banks or required such banks to be part of a reputable banking group, a

quality SIB clearly did not have.

11,  TD Bank negligently opened SiB's correspondent bank accounts and compounded its
négli gence by operating those accounts for nearly 20 years, It was also required under the laws
of Canada and mandatory banking industry standards to perform due diligence reviews of SIB's
affairs, SIB's use of TD Bank's correspondent banking services, Stanford and the Other Insiders,
and other relevant information. These obligations gave rise to the requirement that TD Bank ask
. for and obtain information from SIB, Stanford and the Other Ingiders that would have enhanced
TD Bank's exclusive window into SIB's affairs, In the circumstances, such inquiries and the

resulting information should have indicated to TD Bank that it was required to terminate SIB's
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access to TD Bank's facilities, report the conduct of Stanford and the Other Insiders to the

appropriate authorities and freeze SIB's accounts,

12,  For instance, if TD Bank undertook even the basic required due diligence reviews, it
would have determined that, during the period of time that TD Bank provided banking services
to SIB, Antigua's -banking regulations and AML practices were subject to extensive, sustained
and public condemnation, all of which related to Antigua's known facilitation of fraud and
money laundering. It also would have discovered that Stanford himself undertook various well-

publicized manipulations of Antigua's regulatory regime,

13.  TD Bank had direct experience with the risks occasioned by providing correspondent
banking services to an Antiguan-based offshore bank. For instance, in 1996, it closed the
correspondent bank accounts of another Antiguan-based offshore bank, American International -
Bank Limited (“AIB™). It did >so after a senior TD Bank executive responsible for TD Bank's
relationship with AIB determined that the amounts moving through the AIB account at TD Bank

were too large for a legitimate bank in Antigua.

14.  Notwithstanding that the volume of funds moving through SIB's oérrespondent accounts
was significantly larger than that moving through AIB's account, TD Bank maintained its
relationship with SIB. In fact, by at least- 2008, SIB had become TD Bank's single largest
correspondent banking customer, not just in the Caribbean, but worldwide. Notably, as virtually
all investments with SIB flowed through TD Bank, thé exponential growth of SIB's balance sheet

created a significant source of revenue for TD Bank.,

15, TD Bank was also required to diligently conduct ongoing monitoring of publicly-

available information pertaining to SIB and SIB's business operations. During the almost twenty
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years that TD Bank provided correspondent banking services to SIB, such publicly-available
information repeatedly disclosed clear warning s{gns with respect to SIB and Stanford.” For
example, in 1984, just prior to entering the offshore banking industry, Stanford was declared a
bankrupt by a Texas court with personal debts in excess of US$13 million. This fact alone should
have precluded TD Bank from providing banking services to SIB, as banking industry standards
clearly provide that a previously-bankrupt individual should be ineligible to run a bank. Among
other issues, World-Check, a reputable organization that gathers information globally on
heightened risk individuals and entities, officially deemed Stanford a politically exposed person
(a “PEP”) in 2004 and designated one of Stanford's companies a financial institution that posed a

high risk in 2007,

16.  As a result of publicly-available information, even without the benefit of the window into
SIB's affairs such as the one enjoyed by TD Bank, other banks and regulators discovered
seriously adverse information regarding SIB and Stanford. This information revealed that

business should not have been conducted with SIB and/or that the SIB Looting was taking place.

17.  For instance, in September 2000, a UK. consulting firm issued a due diligence report in
respect of BOA to the predecessor of Scciété Générale Private Banking (Suisse) S.A.
(“SocGen”), which provided SIB with banking services in Switzerland. That report, which was
completed in the course of only a few hours and at a cost of only £500, commented on both SIB
and Stanford. In particular, it identified various “red flags” in respect of Stanford and SIB and
concluded that “SIB has had a somewhat dubious reputation for many years”, that “it is an
accepted fact that Stanford International Bank has been used by Mexican drug cartels to laundet

considerable volumes of criminally obtained funds” and that SocGen should be concerned about



-7

entering into business relationships with SIB or Stanford as “it would be very difficult for

[SocGen] to defend itself or its reputation should any problems arise in the future.”

18. Ev‘en earlier, in 1997, after just six days of field research, the U.S. Securities and
Exchange Commission (the “SEC”) was even more definitive: red flags about Stanford's
operations indicated a likely “Ponzi” scheme. The SEC's failure to act on such conclusions has
now been the subject of a comprehensive report that in no way disavowed fhe conclusion that
publicly accessible information revealed Stanford's fraud more than ten years prior to SIB's

collapse,

19.  Similarly, when international clearing house Pershing LLC (“Pershing”) sought to verify
SIB'S assets in connection with its provision of services to another Stanford-owned entity, it was
refused access to any documentation regarding SIB's balance sheet and the supporting paperwork
that reflected SIB's assets. Due to the lack of transparency into SIB's portfolio, Pershing
withdrew its services and by December 2008 announced publicly that it could not verify that
Stanford was not involved in fraud of some nature, Several others also came to the same
conclusion, including various U.S. banks, an international clearing house, a private due diligence

firm, a prominent U.S. law firm and the National Association of Securities Dealers,

20,  TD Bank not only had access to the publicly-available information relied on by other
entities that identified the SIB Looting and/or refused to provide services to SIB, but also had
extensive additional information as a result of its unique vantage point as SIB's correspondent
bank, as well as its other business relationships with SIB, BOA and Caribbean Star Airlines. For

instance, in addition to the fact that there was no legitimate business purpose for SIB to have
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accounts in Toronto, TD Bank knew that the rates of return purported to be generated by SIB

were completely at odds with the rates of return actually generated for SIB by TD Waterhouse.

21,  TD Bank not only ignored the information available to it, but did so in the face of a 2001
U.S. Senate report in respect of correspondent banking that specifically named TD Bank. That
report indicated that TD Bank had provided correspondent banking services to AIB and
confirmed that, as a result, TD Bank had directly acted as a major conduit for improper access to
the U.S. financial system. At the very time of the U.S. Senate report and for several years
afterward, TD Bank continued unabated in its provision of banking services to SIB and access to

the U.S. financial system,

22.  In the face of its knowledge about SIB's affairs and the publicly-available information in
respect of SIB and Stanford, by at least 2000, the TD 'Bank executive responsible for the SIB
correspondent banking relationship admitted internally that TD Bank did not understand SIB’s
business and concluded that he was uncomfortable with TD Bank’s relationship with SIB and
that due diligence under strict KYC and AML standards was required as “something did not
seem right”, In addition, by at least July 2008, different executives at TD Bank were “nervous”
about TD Bank’s relationship with SIB, However, TD Bank continued unabated in its provision
of banking services to SIB until being ordered by a court to cease doing so nearly a month after

SIB's collapse.

23,  TD Bank, as a member of the international banking community, should have acted long
before regulatory agencies intervened and effectively ended the SIB Looting in early 2009. In
opening and maintaining its relationship with SIB, TD Bank was negligent. By its acts and

omissions described herein, TD Bank failed to act as a reasonable bank would have acted when
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confronted with the same suspicious circumstances. At all times, it had sufficient information
such that it knew or ought to have known of, or was recklessly or wilifully blind to, the SIB
Looting, Despite this knowledge, TD Bank continued to provide correspondent banking services

to SIB (as well as the other aforementioned services) until after SIB's collapse.

24, In addition, TD Bank also assisted Stanford and the Other Insiders in breaches of

fiduciary duties owed to SIB.

25,  TD Bank was required to take reasonable measures to avoid causing loss to SIB. By
failing to do so, TD Bank caused significant injuries and losses to SIB which include but are not

limited to the damages that arise as a result of its collapse such as its inability to pay creditors.

II.. THE PARTIES
A, The Plaintiffs

26,  Nigel Hamilton-Smith and Peter Wastell (the “Former Liquidators”) were appointed as
joint liquidators of SIB by order of an Antiguan Court on April 15, 2009 (entered on April 17,
2009), which determined that it was just and convenient that SIB be liquidated and dissolved
under its supervision pursuant to the International Business Corporations Act, Cap, 222 of the

laws of Antigua and Barbuda (as amended) (the “IBC Act”).

27.  The Former Liquidators were removed further to a removal order of the High Court of

Justice Antigua and Barbuda dated June 8, 2010,

28.  Marcus A. Wide and Hugh Dickson of Grant Thornton LLP were appointed as joint
liquidators of SIB (in liquidation) (“Joint Liquidators”) by order of the Eastern Caribbean

Supreme Court dated May 12, 2011 (entered on May 13, 2011) (the “Appointment Order™).
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29.  The Appointment Order, among other things, vested all the assets of SIB in the Joint
Liquidators and empowered them to sue entities in relation to SIB in any jurisdiction where they

believe assets or property of SIB may be located.

30,  Pursuant to an Order of the Superior Court of Québec (Commercial Division) dated
September ‘11, 2009, Ernst & Young Inc. (“E&Y™) was appointed pursuant to the Bankruptcy
and Insolvency Act (Canada) as interim receiver of the Canadian assets SIB and authorized to

initiate and pursue proceedings in respect of SIB (the “E&Y Order”),

31,  The E&Y Order expressly precluded the Former Liquidators and subsequently the Joint
Liquidators from acting in Canada. However, on August 19, 2011, in light of E&Y's failure to
commence claims against TD Bank (or any other third parties), the Joint Liquidators moved
before the Superior Court of Québec (Commiercial Divisién) for an Order permitting them to act

in the place of E&Y in respect of claims against TD Bank.

32, As a result, on August 19, 2011, the Superior Court of Québec authorized and
empowered the Joint Liquidators to institute and litigate, in the place and stead of E&Y,
proceedings against TD Bank in any approptiate jurisdiction (the “Authorization Order”). In
addition, the Authorization Order specifically reoognized the Joint Liquidators as having “the
equivalent or substantially similar powers and capacities th‘an those of a trustee in bankruptey or
other insolvency holder within Canada” and authorized the Joint Liquidators to exercise those
powers and capacities for the purposes of the institution and litigation of the within action

against TD Bank.
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33, Accordingly, since obtaining the Authorization Order, the Joint Liquidators are acting
with the express authority of a Canadian Court in the same capacity as a trustee in bankruptcy

under Canada's federal Bankruptcy and Insolvency Act for the benefit of SIB.

34.  Upon obtaining the Authorization Order, the Joint Liquidators were granted the capacity

to pursue claims against TD Bank in Canada for the first time.

35.  The Joint Liquidators have commenced these proceedings in their capacity as

representatives of SIB and in this capacity seek damages on behalf of SIB.

B. Robert Allen Stanford and SIB

36. Stanford was born in the United States on March 24, 1950, He is a citizen of the U.S. and

Antigua.

37.  Stanford wholly owned Stanford International Bank Holdings Ltd,, an Antiguan
corporation which itself directly and wholly owned SIB. There were no other equity owners of

SIB. Stanford was the Chairman of the Board of SIB.

38,  SIB was at relevant times the largest private international or “offshore” bank in Antigua.
By the time of its collapse in 2009, SIB employed approximately 100 individuals at its
headquarters in Antigua and thousands of others were employed at other Stanford-owned entities

around the world,

39.  Stanford was on SIB's Board of Directors, as were his father, James A. Stanford, Davis,
Sir Courtney N, Blackman, 0.Y, Goswick, Kenneth C. Allen and Robert S, Winter, At relevant

times, Stanford was Chairman of the Board of Directors and Sir Courtney N. Blackman, an
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independent director and former Governor to the Central Bank for Barbados, served as the Vice

Chairman,

40,  SIB's Board of Directors met regularly and was comprised of various sub-committees.
For instance, Sir Courtney N, Blackman served as Chairman of the Audit Committee and
presented audit committee reports to SIB's Board of Directors on behalf of the other audit

committee members.

41,  SIB and its affiliates also had an advisory board that was comprised primarily of former
politicians and international business persons, most of whom were independent from SIB. It has
been reported that a TD Bank executive, Perry Mercer, served on this advisory board, as did

. Blaise Friedli of SocGen.

C. The Defendant

42, TDBankisa Schedule I bank, duly constituted by letters patent under the authority of the

Bank Act, R.S.C, 199 1, c. 46, with a head office located in Toronto, in the Province of Ontario,

43, As detailed herein, TD Bank provided correspondent banking, lending, trade financing

and treasury services to SIB, BOA, another Antiguan bank owned by Stanford, and at least one

other Stanford-owned entity.

III. HISTORY OF SIB’S OPERATIONS AND AFFAIRS

44. TD Bank was required to know the history of SIB, SIB's products and services, the
factors giving rise to SIB's collapse and information in respect of Stanford personally, Such

history and information is detailed below. It is full of “red flags”.
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A, Stanford Purchases BOA and Establishes SIB

45,  In 1985, with no previous involvement in the banking industry, Stanford incorporated
Guardian International Bank Limited (“Guardian”) in the British Overseas Territory of

Montserrat. At that time, Stanford and his father owned all of the share capital of Guardian,

46.  In order to support sales of Guardian CDs, Stanford established representative offices for

Guardian in Miami, Florida and Houston, Texas under the name “Guardian International

Investment Services”,

47.  From 1985 until 1990, Stanford operated Guardian in Montserrat with his former college
roommate, Davis, They operated Guardian as an “offshore” bank and, as such, it catered almost

exclusively to customers outside of Montserrat.

48.  Guardian primarily targeted Latin American customers and offered CDs with interest
rates of double the then-current standard rate of return, Using this strategy, by the end of 1989,

Guardian claimed US$55.5 million in accounts, a number which grew to over US$100 million by

the following year.

49,  Notwithstanding its apparent success, Guardian came under the scrutiny of bank
regulators, By 1989, the Texas Department of Banking had warned Stanford about operating 2

foreign bank representative office in Texas “without authority under either state or federal law.”

50,  Thereafter, following investigations by bank regulators in Texas, Florida and California,
the U.S. Office of the Comptroller of Currency issued a Banking Circular regarding Stanford's
unauthorized banking activities in the U,S. The Texas Department of Banking went further,

ordering Guardian to immediately cease its Texas operations or “the Texas Attorney General will
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be requested to promptly file charges against the bank, its board of directors and its managemen;c

for apparent willful and continuing violations of the Texas Banking Code.”

51, Around the same time, the banking system in Montserrat at large came under
investigation by the Federal Bureau of Investigation and the U.XK.'s Scotland Yard.

Consequently, Guardian itself came under scrutiny for possible drug money laundering.

52, As a result of reports from those law enforcement agencies, the government of
Montserrat determined that Stanford no longer met bank ownership requirements on the island
and informed Stanford that Guardian's banking license was going to be revoked. Among other
reasons provided, Montserrat informed Stanford this decision was due to the fact that (i)
Guardian was operating in a manner “detrimental to its depositors”, (if) Guardian failed to supply

adequate details as to its liquidity, and (iii) Stanford was formerly a bankrupt.

53, In response, .and before Montserrat could formally revoke Guardian's license, on
December 7, 1990, Stanford caused Guardian to migrate its domicile to Antigua and re-
incorporate under Antigua's IBC Act. Following Guardian's arrival in Antigua, it shared

headquarters with BOA.

54,  On December 8, 1990, the day after Stanford reincorporated Guardian in Antigua,
Stanford completed his acquisition of all of the share capital of BOA in exchange for Eastern
Caribbean (“EC”) $469,700.80 throﬁgh his holding company, Guardian Bank Group Holdings
Limited (as it was then called). The sellers of BOA's share capital were a group of Antiguan

citizens and the Government of Antigua.
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55, BOA was originally incorporated on February 10, 1981, As a domestic Antiguan bank,

BOA offered banking services primarily to citizens of Antigua, in EC dollars, the local currency.
56. On December 20, 1994, Guardian changed its name to SIB.

57, As an offshore international banking company, and pursuant to s, 240 of the IBC Act, SIB
was prohibited from knowingly accepting deposits in the legal tender of Antigua or of other
countries of the CARICOM region. As the legal tender in Antigua is the EC dollar, SIB was
effectively barred from doing business with residents of Antigua, Instead, its deposits derived

from customers located in foreign jurisdictions.

58.  Since SIB was an offshore Antiguan bank which had no way to receive wire transfers or
other payments on jts own, it needed to gain access to an onshore bank's facilities as a means for
SIB customers to transfer funds to SIB. This was accomplished by way of SIB's procurement of

carrespondent bank accounts.

59,  The term “correspondent account” is defined broadly for banking organizations and
includes any account or formal relationship established b.y a financial institution to receive
deposits from, make payments to or other disbursements on behalf of a foreign financial
institution, or to handle other financial transactions related to the foreign financial institution. By
analogy, SIB needed to “rent” the services of one or more onshore banks in order for it to operate
and access the U.S, financial 'systcm. Absent such correspondent arrangements, it would have

been paralysed operationally.

60, By relying on correspondent banks such as TD Bank, SIB eventually operated in

approximately 113 countries and by late 2008 reported that it held approximately US§$8.5 billion
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in assets under management, SIB's 2007 Annual Report stated that SIB had in excess of 50,000

clients. When any customer of SIB wished to make a U.S. or Canadian dollar deposit with SIB

by electronic funds transfer, they were directed to remit their value electronically to SIB's

correspondent accounts at TD Bank,

61.

B.

62.

In addition to TD Bank, SIB was also provided the following banking services:

(2)

(b

©

correspondent banking setvices by HSBC Bank PLC (“HSBC") in the United
Kingdom, HSBC received all EURO and British Pound Sterling wire transfer

payments from SIB's depositors;

Republic Banchsares of Texas, Inc., which was later acquired by Trustmark
National Bank (together, “Trustmark™), received U.S. dollar cheque deposits as
correspondent bank to SIB, but refused to accept any wire transfers on behalf of
SIB. Such cheques were sent by SIB customers to SIB in Antigua, which in turn
bundled and delivered them for deposit into SIB's accounts held at Trustmark in

Houston; and

SocGen provided what have been referred to as secret “‘slush fund” accounts for
SIB. It has been élleged that bribes to SIB’s auditor, to Leroy King of the
Financial Services Regulatory Commission of Antigua (the “FSRC”), and to

others were funded from accounts at SocGeﬁ.

SIB's Products and Services

SIB offered six different deposit products to customers: fixed CDs, flex CDs, index

linked CDs, premium accounts, performance accounts and express accounts. SIB customers
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almost exclusively purchased CDs. SIB also offered other products to customers, but the
availability of such products was tied to the need for customers to hold accounts with SIB,
almost always in the form of CDs. Such products included Visa, Mastercard and American
Express credit card services, as well as loan facilities, letters of credit, letters of guarantee and
private banking services. Thus, for example, SIB required customers to maintain a CD with SIB
as seourity in order to acquire a credit card and SIB placed holds on customers' CDs in an

amount twice that of their credit card limits,

63.  In addition, SIB engaged in various investment banking services. Such services included
multi-million dollar public equity dealings, private placements, mergers and acquisitions and
debt financings, all of which were undertaken for an array of clients in various locations around
the world. SIB assembled a team of professionals from various industry-ieading financial firms

to provide its investment banking services.

64.  SIB primarily sold its CDs through SIB-affiliated companies. Most notably, these

companies included:

(a) the Stanford Financial Group (“SFG"™), which was based in Houston, Texas and

reported to have more than US$50 billion “under advisement”;

(b)  the Stanford Group Company (“SGC"), which was an investment dealer and

broker dealer based in Houston, Texas. It registered with the SEC in 1996;

() the Stanford Trust Company, Ltd, (“STC™), a trust company organized under the

laws of Antigua that as of 1998 operated a foreign trust representative office in
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Miami, Florida and carried on business as “Stanford Fiduciary Investory

Services”;
(d) SIB itself through its Montreal, Quebec office; and

(e) Numerous affiliated company offices in Latin and Central America, as well as in

Ziirich, Switzerland.

65.  SIB's annual reports consistently disclosed that SIB had a portfolio that produced returns

of over 10 percent,

66.  SIB's Annual Reports disclosed that SIB's auditors were C.A.S, Hewleit & Co. Ltd., a

small accounting firm based in Antigua.

67.  Finaricial advisors and SIB employees sold SIB CDs using information such as
investment return figures and promotional materials that had been provided or were based on
information prepared by Stanford and the Other Insiders. Thus, on the basis -of the
representations that Stanford and the Other Insiders caused to be made, SIB sold billions of

dollars of CDs,

68.  As illustrated by the graph below, between approximately 1990 and 2009, SIB grew its
business exponentially from approximately US$14 million in CD investments while operating as

Guardian in Montserrat to approximately US$8 billion in CD investments by 2009.
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C. TD Bank Provided Services to Stanford-Owned Entities
1, TD Bank Improperly Opened the SIB Accounts
69.  In approximately 1992, TD Bank acquired some of the Bank of New York's interests in

Canada. These interests included the Bank of New York's then existing correspondent banking
relationships with approximately 20 banks located throughout the Caribbean, Three of these
banks were based in Antigua, namely (i) the Stanford-owned domestic Antiguan bank, BOA, (i)
the domestic Antiguan bank, Antigua Ovérseas Bank, the share capital of which was owned by
William Cooper (“Cooper”) and (iif) another Antiguan domestic bank, Antigua Barbuda
Tnvestment Bank (“ABIB™), TD Bank thus acquired its way into becoming the correspondent

bank for BOA.

70.  As domestic Antiguan banks, BOA, Antigua Overseas Bank and ABIB primarily used
TD Bank's correspondent banking services to provide limited services to Antiguéns who required
services in Canada to conduct transfers or effect foreign currency exchanges involving minimal
amounts of money. Because TD Bank was not the originator of these correspondent accounts (in

that Bank of New York had established them), TD Bank never conducted any KYC or AML due
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diligence inquirles in respect of the counter-party banks in the Caribbean. TD Bank thus
«grandfathered” the noted three Antiguan banks’ correspondent banking relationships. The BOA,

Antigua Overseas Bank and ABIB correspondent accounts showed relatively minor activity.

71, Following TD Bank’s acquisition of some of the Canadian interests of the Bank of New
York, Cooper asked TD Bank to establish a correspondent bank account for AIB, the Antiguan
domiciled international banking company also owned by Cooper. The “érandfathering” of
Antigua Overseas Bank by TD Bank's acquisition of some of the Bank of New York's Canadian
interests thus allowed Cooper to present AIB as an affiliate of a pre-existing correspondent
customer of TD Bank. Since TD Bank was already doing business with a Cooper-owned bank,
TD Bank agreed to allow AIB fo establish its own correspondent account. No XYC or AML due
diligence inquiries were completed by TD Bank in respect of AIB or Cooper. AIB and Cooper
thus entered into TD Bank’s Caribbean correspondent banking division through a “side door”

and not the “front door”.

72, If it adhered to the KYC and AML compliance standards of a reasonable bank, TD Bank
would have insisted that AIB come through the “front door” and, in turn, TD Bank would have
properly vetted AIB and Cooper and refused to écccpt AIB as a customer, TD Bank did not do
so. The activities of AIB and Cooper subsequently gave rise to a number of successful criminal
prosecutions in the late 1990s by U.S. law enforcement authorities for laundering the proceeds of

certain advance fee and other frauds. Cooper remains a fugitive of U.S. Justice.

73.  The same explanation for how AIB got to enjoy correspondent banking privileges at TD

Bank applies to SIB.
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74.  Around the same time that TD Bank acquired its correspondent relationship with BOA,
SIB (the successor of Guardian, which just previously had its license revoked in Montserrat)
attempted to use various U.S.-based banks for its correspondent banking purposes. This made
sense, as the vast majority of purchases of SIB CDs were made with U.S. dollars, However, after
conducting due diligence, each of these banks ultimately declined to provide correspondent
banking accounts to SIB or quickly closed such accounts due to concerns over money laundering
or other impropriety. As a result of its inability to acquire correspondent banking services from a

U.S.-based bank, SIB applied for such services from TD Bank in Canada,

75, TD Bank did not conduct KYC or AML due diligence inquiries when SIB applied for
correspondent bank accounts, Instead, because TD Bank already had a correspondent banking
relationship with the Stanford-owned BOA, TD Bank allowed SIB to “piggyback” onto BOA's
antecedent relationship for KYC and AML compliance purposes. In other words, like with AIB,

TD Bank allowed SIB to access its services through the “side door” and not the “front door”.

76.  Consistent with this sloppy approach (and according to TD Bank itself), TD Bank has no
record of account opening applications being comp]cfed by SIB or there being any written
. contracts in respect of SIB’s correspondent bank accounts, In fact, it appears the only written
contracts that at any time purported to govern the TD Bank’s provision of correspondent banking
services to SIB were TD Bank’s standard form unilateral contracts in respect of correspondent
banking that did not address SIB in any specific manner, Such unilateral contracts arose for the
first time only in 1998 but did not contain any substantive legal terms until less than two years

prior to SIB’s collapse.
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77.  If TD Bank adhered to the KYC and AML compliance standards of a reasonable bank, it
would have insisted that SIB come through the “front door” and would have also properly vetted

. SIB and Stanford and refused to accept SIB as a customer, TD Bank did not do so. -

78,  The reasons that TD Bank was required to refuse to accept SIB as a customer are
extensive and are detailed further below. Most simple and straightforward, however, was that
Stanford was formally declared bankrupt in 1984 with personal debts in excess of US$13
million. Tt is widely accepted in the banking community that an individual who has been

personally bankrupted is not a fit and proper person to own or manage a bank,

79.  Stanford's personal bankruptcy was a matter of public record. Therefore, a basic public
records database search would have revealed Stanford's lack of fitness to own or manage SIB. In
fact, this was one of the very reasons that led Montserrat to revoke Guardian’s banking licénse.
Similarly, when Guardian sought a license fro.m the Rastern Caribbean Central Bank (the
“ECCB”) to own a trust company, the ECCB determined that Guardian was not permitted to

hold such a license due to Stanford’s bankruptey.

80.  Another significant factor indicating that TD Bank should never have provided services
to SIB was that there was clearly no legitimate purpose for SIB to hold correspondent bank
accounts in Toronto. Among other reasons, this was beéau%e, at the time the TD Bank-SIB
relationship commenced, SIB had no Canadian customers and thus transacted no business in
Canadian dollars. Instead, at that time and throughout the period that TD Bank provided banking

services to SIB, the vast majority of investor funds transacted were in U.S. dollars.

81,  Wire transfers were ¢ritical to the operation of SIB and, in turn, the SIB Looting, Without

them, SIB would have had no means to quickly or efficiently complete any transaction, a clearly
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necessary feature of modern commerce. Without access to wire transfers, SIB, as an offshore
Antiguan bank, would have been dependent on delivery of physical cash or cheques to complete
any transaction, a commercially untenable situation particularly since SIB's customets were

located around the world,

82.  Normal practice is that U.S. dollar correspondent bank accounts are provided by U.S,
banks. Although, as a Canadian bank based in Toronto, TD Bank was permitted to undertake
U.S. dollar transactions, it was not permitted to clear U.S. dollar wire transfers in Canada, This
was significant because the vast majority (if not all) U.S. dollar deposits into SIB's correspondent
bank accounts were received by wire transfer. Instead, TD Bank was required to rely on U.S,

banks to serve as intermediaries to clear U.S. dollar wire transfers.

83,  Accordingly, TD Bank at all réIevar;t times required and relied upon the clearing services
of a U.S. bank.to complete most basic transactions for SIB. For instance, for at least part of the
period that TD Bank provided correspondent banking services to SIB, U.S, wire transfers were
routed through and cleared by Bank of America in New York City, This is rather ironic given
that Bank of America had previously refused to continue providing correspondent banking
services to SIB. Such arrangements were maintained by SIB and TD Bank notwithstanding that
reliance on U.S, intermediary banks resulted in fees being incurred by SIB and/or SIB customers
that would not have been incurred had SIB simply relied on a U.S. bank for its U.S. dollar
correspondent banking services, Using such arrangements, TD Bank provided access to the U.S.

financial system that otherwise was unavailable to SIB.
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2. The Provision of Banking Services by TD Bank

84,  From the time the SIB TD Bank accounts were opened, TD Bank and TD Waterhouse
together opened and maintained approximéte]y 11 separate accounts for SIB. and other Stanford-
owned entities. Among other things, those accounts facilitated all of SIB's U.S. dollar wire
transfers. When SIB eventually obtained Canadian customers, TD Bank also provided such
services for Canadian dollar transfers. However, in total, SIB only had 159 Canadian customers
who together invested less than CAD$50 million with SIB. In contrast, SIB at large had in excess

of 21,000 customers that invested approximately US$10 billion, primarily in U.S. dollars.

85,  The provision of correspondent banking services is both a competitive and lucrative
business for banks. Banks seek out valuable correspondent banking relationships because they
can generate substantial “fec from free balances” revenue overnight for thé bank that is the -
provider of the relevant services. Transaction fee revenue is also a source of income from

correspondent banking relationships.

86,  During the 1990s and early 2000s, TD Bank's largest correspondent bank customers were
generally properly capitalised and regulated banks from the United States, In 1999, the fotal
revenue generated by TD Bank from the provision of correspondent banking services to banks in
_the Caribbean did not exceed CADS$1 million. At that time, SIB's reported assets were also
limited. For instance, at the end of 1999, SIB reported having US$676,236,000 in assets and

US$623,560,000 in liabilities to depositors.

87.  However, the exponential growth of SIB's balance sheet from approximately 2002 until

late 2008 (during which time approximately US$9 billion of SIB CDs were sold to depositors)
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altered the profile of SIB from that of a relatively minor source of business into that of a major

correspondent bank customer and a significant source of revenue for TD Bank.

88,  For instance, between December 31, 2005 and December 31, 2007, TD Bank reported
annual increases of corporate banking revenue of 8% (for 2006) and 17% (for 2007), whiéh
reflected annual corporate banking revenue rising from CAD$266 million.in 2005 to CAD$287
million and CAD$337 million in 2006 and 2007, respectively. in both years, these increases in
corporate banking revenue were reported by TD Bank as being “largely due to higher net interest
income from correspondent banking deposits and higher lending volumes.” At the same time,
between December 31, 2005 and December 31, 2007, SIB’s reported assets grew from US$4.1
billion to US$7.1 billion, By the last year of SIB’s operations — between January 2008 and
February 2009 — approximately US$2,539,762,421.22 was credited to SIB's TD Bank account

number 360012161670,

89.  As a result, by 2008, SIB had become TD Bank's single largest correspondent banking
customer not just in the Caribbean, but worldwide. This was the case notwithstanding that TD
Bank had hundreds if not thousands of correspondent banking relationships, including with
major U.S. banks and other globally-recognized banks from around the world, Until the growth

of SIB, such banks constituted TD Bank's largest correspondent banking customers.

90.  Notably, in 1996, TD Bank closed AIB's correspondent account, This decision was based
on, among other things, the fact that the amounts moving through the AIB account at TD Bank
were too large to be associated with a legitimate bank in Antigua. TD Bank determined that an

offshore bank in Antigua that generated a large sum of money was a “red flag”.
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91,  Atthat same time, the amounts running through SIB's correspondent bank accounts at TD
Bank were comparable to the amounts running through AIB's account and soon after escalated
dramatically. This escalation occurred during the period that the risk of doing business with
Antiguan financial institutions also greatly increased in notoriety, which is detailed below.
However, unlike with AIB, TD Bank continued to provide correspondent banking services to

SIB.

92.  In addition, TD Bank provided banking services including credit to the Stanford-owned
Caribbean Star Airlines. SIB secured the credit provided to these entities through a U.S. dollar

account held by SIB at TD Bank.

93,  Further, TD Waterhouse managed discretionary investment portfolios for both SIB and
BOA throughout the period that TD Bank provided correspondent banking services to SIB. The
investment strategy employed by TD Waterhouse was the same for both the SIB and BOA

portfolios.

94,  TD Bank also provided trade financing and treasury services to SIB. In addition, in
connection with loans, advances and other obligations that SIB had with TD Bank, SIB pledged

to TD Bank its security holdings with TD Waterhouse.

95,  During the years that SIB and BOA maintained investment portfolios with TD
Waterhouse, those portfolios were managed by John Pepperell, who was the Vice Chairman of

TD Waterhouse, and Perry Mercer,

96,  From 2002 until SIB's collapse in 2009, James Zachariah Davis (“Zack Davis™), who is

the son of Davis, was a research analyst at SFG, Zack Davis' job as a research analyst at SFG
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entailed monitoring and providing instructions with respect to the SIB and BOA portfolios that
were managed by TD Waterhouse. He dealt directly with Perry Mercer (who according to Zack

Davis was a long-time friend of Davis) and others at TD Bank and TD Waterhouse.

D, Stanford and the Other Insiders Looted SIB
" 97. As CEO, director and Chgirman of the Board of Directors of SIB, Stanford owed

fiduciary duties to SIB, as did the Other Insiders, including Davis.

98.  Section 95 of the IBC Act provides that Stanford and the Other Insiders had a duty to “act
honestly and in good faith with a view to the best interests of the corporation” and to “exercise
the care, diligence and skill that a reasonably prudent person would exercise in comparable

_circumstances.”

99, In addition, Stanford and the Other Insiders owed common law fiduciary duties to SIB,
Such duties paralleled those owed by Canadian corporate executives and included, among other

things, the duty to:
(a) act with loyalty, good faith, and honesty;
(b) avoid conflicts of interest and duty;
(©) use all of their energy, ability, and imagination in the best interests of SIB;
(d) develop business opportunities for the sole benefit of SIB; and

(e) not conceal any information from SIB.



-28 -

100. However, in breach of their fiduciary duties, Stanford and the Other Insiders converted
customer funds used to purchase CDs from SIB for improper purposes, including for their own

use, and implemented and orchestrated the SIB Looting to defraud SIB.

101, In particular, the investment strategy and rates of return promised to SIB customers by
Stanford and the Other Insiders were not as claimed. Under the direction and at the instigation of
Stanford and the Other Insiders, several billion dollars of funds provided to SIB were diverted
for the personal benefit of Stanford and the Other Insiders, As a result, SIB was the victim of acts

of larceny and breaches of the fiduciary duties owed to it by Stanford and the Other Insiders.

102. Stanford and the Other Insiders separated the funds received by SIB from its customers
into three tiers. Tier I contained cash or cash equivalents, while Tier II consisted of various
portfolios of investments that were managed at arm's length by third party financial institutions,

including TD Waterhouse, together with a small amount of cash or cash equivalents.

103. By maintaining Tiers I and II and allowing SIB employees and executives to undertake
discrete tasks with respect to them, Stanford and the Other Insiders were able to deceive honest
SIB employees and others. This deception allowed Stanford and the Othet Insiders to use Tier 111

to effect the SIB Looting.

104,  Tier I1I was the most financially-significant tier at SIB, consisting of the vast majority of

SIB's funds. It was managed by Stanford and the Other Insiders and they kept its true contents

secret,

105. SIB employees, executives and directors either did not know of the existence of Tier III

or, if they did know, had no knowledge whatsoever of its contents and were under the impression
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it was being legitimately managed. In fact, information relevant to the true contents of Tier III
was not even kept on SIB's computer systems and Stanford and the Other Insiders used forged
documents to deceive SIB employees, executives and directors as to the true nature of SIB's
underlying assets. The real information in respect of Tier III was stored on an external drive that

Stanford and the Other Insiders commonly called “the football” and kept with them at all times,

106. Once Stanford and the Otiler Insiders had directed SIB's funds into Tier III, instead of
investing them as represented to SIB customers, employees, officers, executives and others (the
“SIB Stakeholders”), they misappropri.ated and misapplied the funds by placing them i;lto :
speculative, largely illiquid investments (namely real estate and private equity), diverting them to
other companies owned by Stanford, using them to fund their own lavish lifestyles, and making
large concealed and unsecured SIB shareholder loans to Stanford, none of which were repaid.
Accordingly, Stanford and the Other Insiders acted to the detriment of SIB and the SIB

Stakeholders for their own financial gain.

107. In addition, Tier III funds were used to hide the SIB Looting. In particular, Stanford and
the Other Insiders diverted Tier III funds generated by SIB from the sale of CDs to pay purported |
interest on and redemptions of the CDs as required, thereby deceiving SIB ouétomers,
employees, executives and others, and allowing the continuation of the SIB Looting, Concealing
the fraud in this manner resulted in the SIB Looting taking on the characteristics of a “Ponzi”

scheme,

108. During his orchestration of the SIB Looting, Stanford in particular led a lavish lifestyle
financed exclusively with SIB's funds that he had converted to his own use. Among other things,

he enjoyed the use of a US$10 million Florida mansion and a fleet of private jets (valued at
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approximately US$100 million). He also took extravagant and expensive vacations costing up to

US$100,000 and would often rent US$100,000/week yachts.

109. In order to conceal the SIB Looting from the SIB Stakeholders, Stanford and the Other
Insiders routinely caused false eniries to be made in SIB's accounts. Specifically, Stanford and

the Other Insiders caused, among other things:

(a) false entries to be made into SIB's ledgers for thé purpose of reporting false or
unjustifiably inflated revenues and/or false or unjustifiably inflated investment

portfolio balances and asset values, and:

) such false entries to be submitted to SIB's regulator in Antigua, the FSRC,

~ and/or

(i)  such false entries to be represented to potential investors in SIB's CDs in

order to encourage investments in CDs;
(&) copies of SIB bank statements to be forged; and

(©) false and/or unjustifiably inflated increases in assets to be recorded in SIB's

annual reports and promotional materials.

110, As a result of Stanford and the Other Insiders"directions, SIB's annual reports falsely
claimed increases in the value of SIB's assets from approximately US$760 million in 2000 to '
US$8.5 billion in December 2008, In reality, SIB only had approximately US$500 million in
identifiable or traceable assets at the time of SIB's collapse only two months later in February

2009.
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IV, THE COLLAPSE OF SIB
111, By the Fall of 2008, owners of SIB CDs began demanding redemptions of those CDs in

increasing numbers, At the same time, SIB was increasingly experiencing difficulties generating

new sales of SIB CDs. This scenario was prompted by the financial crisis in 2008,

112, ‘ As a result, by October 2008, SIB was left with no choice but to liquidate its accounts
held at TD Bank and TD Waterhouse, among others, in order to pay interest and redemption
rates owed to customers, TD Bank facilitated this liquidation primarily at the instruction of the
Chief Investment Officer of SFG, Laura Pendergest-Holt (“Pendergest-Holt”) and Zack Davis.
The liquidation included both SIB and BOA assets, TD Bank did not take any steps to
investigate why the liquidations were occurring or alter the services it provided to SIB or BOA

except to monitor the situation from the perspective of its own credit risk.

113. By at least January 2009, the SEC began subjecting SIB to intense scrutiny, It demanded
that SIB provide an itemized list of all assets in SIB's portfolios and all of SIB's financial and
accounting documents. The SEC also informed various SIB executives and officers that it sought

their testimony.

114. Soon thereafter, in early February 2009, Davis called a meeting with all of SIB's top
executives in Miami, Florida, At that meeting, at which Stanford was not present, Davis
informed the executives of the SIB Looting. The executives had no idea about the SIB Looting
or the contents of Tier III prior to the meeting. According to Davis, upon hearing of the SIB

Looting, the SIB executives' reaction was one of “shock”,

115. On February 16, 2009, the SEC filed civil charges against SIB and its related entities, and

against Stanford, Davis and Pendergest-Holt. In doing so, the SEC alleged “massive ongoing
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fraud” involving SIB CDs. That same day, the SEC obtained an injunction preventing SIB and
its related entities from carrying on business and the appointment of an equity receiver from the

U.S. District Court in Dallas, Texas.

116. Similarly, on February 19, 2009, the FSRC appointed receiver-managers of SIB. This
appointment was continued by the High Court of Justice of Antigua on February 26, 2009, which
thereafter determined that SIB should be liquidated and dissolved under the supervision of the

Antiguan court pursuant to the JBC Aet. The Former Liquidators were thereby appointed.

117. Despite the unique window into SIB provided by the extensive banking services it
provided and the duty that TD Bank had to understand the true nature of SIB's affairs, until the
SEC issued a freezing order on March 12, 2009, TD Bank took absolutely no steps whatsoever to
limit SIB's banking activities, to report SIB's numerous irregularities to aﬁy regulatory authority
or to take any other action that would have prevcnfed the losses suffered by SIB and in

connection with the SIB Looting.

118. By Order of the Ontario Superior Court of Justice (Commercial List) dated April 24,
2009 (and subsequently extended) in Court File No. CV-09-8154-00CL (Attorney General of
Ontario v. The Contents of Vartous Accounts Held with TD Bank and TD Waterhouse in rem),

TD Bank was ordered to pay into court all of the monies it held on behalf of SIB.

119. On June 18, 2009, a federal grand jury returned a 21-count indictment against, among
others, Stanford and Pendergest-Holt. The grand jury indictment charged Stanford and
Pendergest-Holt with various offences including conspiracy to commit mail, wire and securities

fraud, wire fraud, mail fraud, conspiracy to commit money laundering and conspiracy to obstruct

an SEC investigation,
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120.  On March 6, 2012, Stanford was convicted of 13 of the 14 counts remaining against him,
including those in relation to his fraud and conspiracy. On June 14, 2012, he was sentenced by
U.S. District Judge David Hittner who commented that Stanford had orchestrated “one of the
most egregious frauds ever presented to a trial jury in federal court.” Stanford was sentenced to

110 years in prison and ordered to forfeit US$5.9 billion.

121.  OnJune 21, 2012, Pendergest-Holt pled gﬁilty to obstructing the SEC's investigation into
the misconduct of Stanford and the Other Insiders. However, the other counts against
Pendergest-Holt were withdrawn after the SEC's investigation revealed that she did not know of
Tier III or the fraud on SIB until Davis disclosed them at the February 2009 meeting in Miami,
Florida referred to at paragraph 113, This was the case lno'm/ithstanding Pendergest-Holt's role as
the Chief Investment Officer of SGF and her close personal relationships with Stanford and
Davis. On September 13, 2012, Pendergest-Holt was sentenced to three years in prison and three

years of supervised release.

122.  On August 27, 2009, Davis entered into a plea arrangement whereby, in exchange for his
co-operation, he was convicted of conspiracy to commit mail, wire and securities fraud, and
conspiracy to obstruct an SEC investigation, Davis was sentenced to five years of prison, three

years of supervised release and had a judgment of US$1 billion ordered against him.

123, SIB has at no point been indicted or charged with any offense in connection with the SIB
Looting. Similarly, other than Stanford, members of SIB's Board of Directors have at no point
been indicted or charged with any offence in connection with the SIB Looting, nor have any
other senior executives of SIB such as its Presidents, SIB and the SIB Stakeholders were

deceived by Stanford and the Other Insiders.
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V. FURTHER RED FLAGS
A. Banking Services Should Not Have Been Provided to an Offshore Antiguan Bank

124, During the period that TD Bank provided correspondent banking services to SIB,
international regulators and government authorities publicly identified that Antigua needed to

improve its banking regulations to prevent money laundering and criminal activity,

125. At least as early as 1996, the U.S. State Department's International Narcotics Control
Strategy Report (“INCSR”) highlighted weaknesses in Antigua's banking system related fo
money laundering. The report noted inadequate regulation and a surge in questionable banking
operations in Antigua. These findings were reiterated in the INCSRs of the subsequent years,
The 2003 Report indicated that mon.cy laundering in Antigua was related to fraud schemes and

that money laundering-occurs more often in the offshore sector than in the domestic finance

sector.

126. Although the Antiguan government subsequently passed the Money Laundering

(Prevention) Act of 1996, the U.S, criticism of Antiguan banking laws persisted,

127. Consequently, the Antiguan government formed the Antiguan Offshore Financial Sector
Planning Committee to advise the government and recommend additional changes to its banking
laws. Despite being likely the most prominent individual in the very industry the Committee was
designed to evaluate, and the owner of the largest offshore bank in Antigua, SIB, Sténford was
appointed Chairman of the Committee in 1997, Stanford was appointed by then Antiguan Prime

Minister Bird, whose election campaign Stanford had been a major contributor to.

128. As Chairman of the Committee, Stanford created a “task force” that was charged with

considering improvements to Antigua's banking laws. Stanford paid the expenses of establishing
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the task force out of his own pocket, creating a clear conflict of interest, In addition, members of

the task force were based in the U.S. and were historically connected with and had received

funds from Stanford.

129. Ultimately, the task force recommended removing various offenses from Antigua's
banking laws, including “false accounting” and “fraud”, all activities that Stanford himself was
actively involved in through his operation of the SIB Looting. As a result of the
recommendations of the task force, in November 1998, the government of Antigua amended the
Money Laundering (Prevention) Acr. The changes substantially weakened the Act's ability to

address money laundering,

130, In addition, the government changed the supervision of its offshore financial sector by
vesting authority over that sector in a new International Financial Sector Authérity (the “IFSA™).
Incredibly, Stanford was appointed Chair of the .IFSA and one of Stanford's U.S, lawyers also
served on the IFSA along with Stanford's Antiguan lawyer, Errol Cort, who was also the
Attorney General of Antigua at that time, In essence, Stanford had been appointed to run the

regulator that was tasked with overseeing the very industry that Stanford did business in,

131, The aforementioned process of banking reforms was intensely and publicly criticized,
with Stanford's involvement in the process playing a central role_ in the criticisms, Notably, it
also prompted the U.S. Treasury Department, through its Financial Crimes Enforcement
Network (“FinCEN™), to issue an extraordinary advisory in April 1999 (the “FinCEN
Advisory”), as appears from the FinCEN Advisory No, 11 dated April 1999. The FinCEN

Advisory stated, among other things, that:
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“In November 1998, the government of Antigna and Barbuda amended its Money

Laundering (Prevention) Act in a manner that significantly weakened that Act”;

“The [new International Financial Sector Authority's] Board of Directors includes
representatives of the very institutions the Authority is supposed to regulate, thus
raising serious concerns that those representatives are in fact in control of the
Authority, so that the Authority is neither independent nor otherwise able to
conduct an effective regulatory program in accordance with international

standards”;

“The amendment of the Money Laundering (Prevention) Act, combined with
changes in Antigua and Barbuda's treatment of its offshore financial services
sector, are likely to erode supervision, stiffen bank secrecy, and decrease the

possibility for effective international law enforcement and judicial cooperation”;

the combination of these actions “raise questions about the purposes of
transactions routed into or out of Antigua and Barbuda or involving entities
organized or domiciled, or non-resident persons maintaining accounts in Antigua

and Barbuda”; and

“Enhanced scrﬁtiny is especially important for transactions involving Antigua and
Barbuda offshore banks, transactions involving both Antigua and Barbuda
offshore banks and the nine commereial banks licensed to do business in Antigua
and Barbuda, and transactions in which one or more of such nine commercial

banks act for one or more Antigua and Barbuda offshore institutions.”
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132, The FinCEN Advisory was significant. It constituted only the second time in history the
U.S. Treasury Department had released ‘an advisory targeting a speciﬁc country, The United

Kingdom also issued a similar advisory in April 1999,

133,  Further, it was apparent that the FinCEN Advisory was specifically referring to Stanford
when it warned that the Antiguan International Financial Sector Authority's Board of Directors
included “representatives of the very institutions the Authority is supposed to regulate” and that
the “Authority is neither independent nor otherwise able to conduct an effective regulatory

program in accordance with international standards.”

134, In May 1999, U.S.-based attorney Carlos E. Loumiet, who was one of Stanford's lawyers
and an architect of Antigua's AML laws, publicly responded to the FinCEN Advisory, While
ultimately refuting the FinCEN Advisory, Loumiet conceded that there was "‘considerable,
indisputable merit” to the U.S, concerns about the “inherent potential conflicts of interest” with
respect to having private banking representatives such as Stanford on Antigua's International

Financial Sector Authority.

135. * Around the same time, Jonathan Winer, then the head of the U.S. State Department's
Bureau for International Narcotics and Law Enforcement Affairs publicly stated that Antigua

was “one of the most attractive financial centres in the Caribbean for money launderers,”

136. In or around 2000, James Johnson, the U.S. Treasury Department's Undersecretary of
Enforcement, complained in a letter to then" Antiguan Prime Minister Bird, that Antigua had
compromised its laws against money laundering and created a conflict of interest by allowing
Stanford and other banking officials to sit on the regulatory board. He noted in the letter that the

Financial Sector Authorities' seizure of bank documents from a civil servant Yraises substantial
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questions as to Antigua and Barbuda's commitment to provide effective supervision of its

offshore sector.”

137.  In 2000, the Organization for Economic Cooperation and Development published a report
containing a list of countries whose regulations were deemed designed to help people avoid

paying taxes in their home countries and Antigua was on that list.

138, In 2001, the U.S. Senate's Minority Staff of the Permanent Subcommittee on
Tnvestigations' issued a report entitled “Report on Correspondent Banking: A Gateway for
Money Laundering” dated February 5, 2001 (“U.S. Senate Report”). The U.S. Senate Report
specifically named TD Bank as having provided correspondent banking services to AIB, an

Antiguan financial institution that had been found to be engaged in fraud.

139,  The U.S.. Senate Report identified that AIB had fallen into liquidation after it laundered
millions of dollars and collapsed from insider ébuse, insufficient capital and the sudden
withdrawal of deposits. TD Bank’s involvement in this fraudulent scheme appeared as a case
study in the U.S. Senate Report which identified that correspondent accounts are particularly
vulnerable to money laundering and provide corrupt foreign banks access to the U.S. financial
system and the freedom to move money around the world. With respect to TD Bank's

relationship with the Antiguan AIB, it concluded, among other things, that:

(a) TD Bank was used to receive wire transfers from fraud victims and/or to disburse

the illicit funds to accounts controlled by the criminals; and
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(b))  TD Bank in Canada was a major conduit for AIB funds in to the U.S. banking
system and that between June 1996 and January 1997, US$20.9 million was wired

to the AIB correspondent account from the account at TD Bank in Canada.

140, It was appar(‘ant from the U.S. Senate Report that TD Bank representatives were
interviewed and asked to produce docﬁments regarding TD Bank's relationship with AIB. These
requests occurred whi‘le Stanford orchestrated the SIB Looting and while TD Bank provided
correspondent banking services to SIB. Despite this, TD Bank appatently failed to adequately
review, investigate or monitor its other Antiguan based cofrespondent bank ac.counts, including
those of SIB and BOA. In addition, at the same time, TD Waterhouse continued to manage

investment portfolios for SIB and BOA.

141, TIn 2003, and continuing at least until 2007, the U.S. State Department's INCSRs listed

Antigua as a “jurisdiction of major concern” on its list of Major Money Laundering Countries.

142. In or around February 2007, Antiguan Prime Minister Baldwin Spencer accused Stanford
of “political interference” after Stanford stated he would be touring the 17 constituencies in
Antigua outlining his proposals for future development. Stanford also met with a committee of

the Antiguan Cabinet and leaders of the opposition party 10 outline his investment program.

143, Further, at relevant times, the FSRC employed only three individuals to examine the
affairs of all Antiguan banks, This was the case despite the fact that Antigua's Gross Domestic
Product amounted to only a fraction of the assets claimed 1o be deposited at SIB alone during the

same period.
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144, TD Bank was aware of the extensive and public condemnation of Antigua's banking
regulations and AML practices, as well as Stanford's well-publicized involvement with and

manipulation of Antigua's regulatory regime.

145. The FinCEN Advisory was particularly relevant to TD Bank's relationships with SIB and
BOA. This was because, at the time of the FinCEN Advisory, TD Bank had only two
correspondent banking relationships with Antigua-based banks: SIB and BOA. The FinCEN
Advisory therefore served as an express warning to TD Bank that banking services should not

have been provided to SIB or BOA.

146, 'On September 29, 1999, Davis wrote to John Pepperell of TD Waterhouse to address
“feports in the media [of] questionable banking practices, which involve transactions with
financial institutions located in offshore jurisdictions”, a clear reference to the FinCEN Advisory
and associlated media reports. At the same time, Davis offered to have SIB's legal department
“present [SIB's] comprehensive program to [TD Bank's] compliance department or others within

your organization.”

147. A TD Waterhouse employee respdndcd to Davis' letter, noting simply that SIB's
“cognizance of this problem and commitment to ensure your offshore bank officers know how to
deal with this issue is assuring to us” and that it would “not be necessary” to have “[SjB's] legal
department present your comprehensive program to our compliance department.” Neither TD
Bank nor TD Waterhouse took any steps to limit or review the banking services provided to SIB

as a result of the FInCEN Advisory.

148. TD Bank was required to know the foregoing information in respect of Antigua and

Stanford's influence there, Had TD Bank undertaken reasonable due diligence in respect of SIB
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and Stanford, it would have discovered such information. That information alone indicated that
banking services should not have been provided to SIB. However, even if banking services
continued to be provided, the information revealed by a reasonable amount of due diligence in
respect of Antigua at the very least indicated that TD Bank was required to undertake enhanced
due diligence with respect to SIB, its business, Stanford and SIB's TD Bank accounts, To the
extent that TD Bank did not undertake such enhanced due diligence, TD Bank failed to act as a

reasonable bank would have in the same suspicious circumstances.

149. TD Bank was aware of sufficient information such that it knew or ought to have known
that, or was recklessly or willfully blind to the fact that, Stanford and SIB were high risk
customets that should not have been provided with the privileges and access that a correspondent

banking relationship with TD Bank provides.

B. TD Bank Had an Exclusive Window Into SIB's Affairs

150. TD Bank's unique position provided it with sufficient information amounting to

knowledge of the SIB Looting, This unique positioning was a result of the fact that:
(a) TD Bank provided correspondent banking services to SIB;
(b) TD Bank provided correspondent banking services to BOA;
(c)  TD Bank provided banking services to Caribbean Star Alrlines;
(d) TD Bank provided trade financing and treasury services to SIB;
(e) TD Waterhouse managed an investment portfolio for SIB; and

@ TD Waterhouse managed an investment portfolio for BOA.
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151.  Each of these relationships required TD Bank and TD Waterhouse to obtain substantial
information from a Stanford-owned entity in order to commence and continue the relationship,
TD Bank was in the unique position of being able and duty bound to ask questions and require
satisfactory answers from SIB, Stanford and the Other Insiders, Each relationship also uniquely
positioned TD Bank to- understand the transactions that were being undertaken by those

Stanford-owned entities, as well as the relationship between those entities.

152, TD Bank has admitted that it had access to SIB’s financial statemnents. It has further
admitted that it did not conduct in depth reviews of those statements. This is an example of TD

Bank not availing itself of its exclusive window into SIB’s affairs as it was required to do,

153, In addition to having complete access to and control of all of SIB's accounts held at TD
BRank and TD Waterhouse, TD Bank personnel had the opportunity to and in fact did visit,
among other places, SIB's headquarters in Antigua and SFG's headquarters in Houston, Texas.
The stated purpose of such visits was to conduct due diligence, including meeting senior SIB

personnel and examining first hand SIB's operations.

154, For inétance, in 1999 or 2000, a meeting took place between Stephen Cullen (*Cullen™),
Bill Sebenski (“Sebenski”) and John Leckie (“Leckie”). At that time, Sebenski had recently
taken over Cullen's role as TD Bank's Managing Director of Correspondent Banking for the
Caribbean and Latin America and both Cullen and Sebenski reported directly éo Leckie, TD
Bank's General Manager of Trade Finance and Correspondent Banking, At the meeting, Leckie
inquired whether TD Bank really understood SIB's business. This inquiry was made
notwithstanding that SIB had become a significant correspondent banking client of TD Bank and

Leckie was responsible for overseeing the TD Bank-SIB relationship. Since both Cullen and
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Sebenski answered that they in fact did not understand SIB's business, both were sent by Leckie

to Houston, Texas to meet with SIB and SFG personnel.

155.  After the due diligence trip to Houston, Texas, Cullen informed Sebenski that he was
uncomfortable with TD Bank's continued correspondent banking relationship with SIB. Cullen
further informed Sebenski that TD Bank needed to conduct a due diligence investigation of SIB
and apply a strict K'YC standard because “something did not seem right”, However, TD Bank
either did not conduct such an investigation or did so and nonetheless continued to provide

correspondent banking services to SIB.

156. In fact, over the period that TD Bank provided correspondent banking services to SIB,
TD Bank personnel took at least 15 trips to meet with SIB and/or SFG personnel in Antigua or
Houston, TD Bank was able to énd did set the agenda for such visits, including by indicating to
SIB what information TD Bank would require during such visits. In addition, SIB personnel met
with TD Bank personnel responsible for the SIB correspondent banking relationship in Toronto
and at SIB's Montreal office on various occasions, as well as in other locations around the world

including Miami, Memphis, New York, Vienna and London, England.

157. However, although TD Bank was required to take trips to meet \;vith SIB personnel and
thoroughly examine SIB's operations, the visits between TD Bank and SIB personnel consisted
primarily of expensive meals, high-priced accommodations and social events such as
participating in or attending at PGA golf Pro-Am tournaments and cricket tournaments hosted by
Stanford, Further, to the extent that TD Bank did undertake due diligence during such visits, that
due diligence was inadequate, For instance, TD Bank focused on questions concerning SIB's

customers, Although TD Bank was required to ask such questions, it was also required to ask
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questions and demand satisfactory answers in respect of SIB's own operations and affairs,

including in respect of Stanford personally, but failed to do so.

158, The Applicable Standards (which are discussed below at paragraphs' 241 to 309) required'
TD Bank to aggregate all of the information acquired by TD Bank and TD Waferhouse in the
course of providing the aforementioned services to Stanford-owned entities and to consider that
information holistically when determining whether it was appropriate to provide correspondent

banking services to SIB,

159, For example, in accordance with the Applicable Standards, TD Bank was required to
“know” SIB and understand its business operations prior to agreeing to act as correspondent
bank, As a result, at the time that TD Bank began providing correspondent banking services to
SIB, TD Bank was required to know that SIB had neither Canadian customers nox; business
connections to Canaaa. TD Bank was also required to know that, while it had agreed to accept
wire transfers in both Canadian and U.S. dollars, because SIB did not have Canadian customers,
the wires érocessed by TD Bank would be exclusively in U.S. dollars. Similarly, TD Bank
should have determined if other financial institutions had denied or ceased to provide

correspondent banking services to SIB.

160, Moreover, TD Bank knew that by agreeing to provide SIB with correspondent banking
services, it was agreeing to facilitate the transfer of funds into the U.S, and other jurisdictions in
a manner which shielded the true nature of those transfers from the recipient banks in those
jurisdictions and their regulatory authorities. This very same issue was confronted in the U.S.

Senate Report regarding TD Bank's participation in the AIB fraud.
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161. Thus, based on the information arising from the necessary due diligence required of TD
Bank with respect to SIB, which was required to be conducted in addition to and in place of any
due diligence previously undertaken with respect to BOA, TD Bank knew that there was no
legitimate business or economic purpose for SIB to require correspondent banking services in

Canada.

162, This was even more apparent due to the fact that SIB had an existing banking relationship
with Trustmark in Hogston, Texas (which a reasonable bank would have determined), making
the business case for any correspondent banking services even more dubious. While Trustmark
processed cheques for SIB, it declined to provide wire transfer services to SIB. As a practical
matter, if SIB could not utilize wire transfers, it would have been virtually impossible for
Stanford and the Other Insiders to perpetrate the SIB Looting because they would been forced to
rely on mailing cheques in every instance where they caused SIB and its affiliates to conduct
transactions. Stanford and the Other Insiders solved this issue by relying on TD Bank. They were
able to do so notwithstanding that TD Bank was required by the Applicable Standards to decline

to provide correspondent banking services to SIB.

163. In addition, having chosen to establish correspondent bank accounts for SIB, TD Bank
was required, in accordance with the Applicable Standards, to undertake enhanced ongoing
monitoring of SIB and the appropriateness of its relationship with SIB. Among other reasons,

this was particulariy true in light of the fact that:
(a) SIB was located in Antigua, one of the highest risk jurisdictions in the world;

(b)  TD Bank was providing correspondent banking services, the highest risk type of

banking services ; and’
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(c) all funds transferred to and from SIB's TD Bank accounts were done by wire

transfer, a method which itself constitutes a high risk.

164, However, TD Banlk has admitted that it did not undertake enhanced monitoring of SIB’s

accounts until late 2008 and only did so then because of concerns over SIB’s liquidity.

165. The ongoing monitoring of SIB that TD Bank was required to undertake should have
continuously ensured that SIB was utilizing its correspondent bank accounts in a manner
consistent with how TD Bank understood those accounts would be utilized when it agreed to
open them, or in accordance with its updated understanding of what normal usage of SIB's

accounts entailed.

166. As such, when TD Bank compared its understanding of how SIB's accounts operated to
the actuai use of those accounts, TD Bank should have realized either (i) that it did not have an
understanding of the normal use of SIB's correspondent bank accounts, or (ii) that its
understanding of how SIB should have been using its correspondent bank accounts indicated that
there was no legitimate business or economic purpose for SIB to require correspondent bank
accouﬁts in Canada. Either way, TD Bank's review of SIB should have led to the conclusion that

TD Bank should not continue to provide correspondent banking services to SIB.

167. Alternatively, to the extent that TD Bank failed to conduct the necessary ongoing
monitoring of SIB's correspondent bank accounts, it acted in direct contravention of the

Applicable Standards, acted recklessly and fell clearly below the standard of a reasonable bank,

168. .As a result, every day that TD Bank provided services to SIB, it did so in reckless

disregard of the fact that there was no legitimate business or economic purpose fo SIB's banking
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relationship with TD Bank. This recklessness only got worse as the relationship continued and

TD Bank obtained further information that amounted to actual knowledge of the SIB Looting.

169. In addition to the fact that there was no legitimate economic or business purpose to SIB's

" banking relationship with TD Bank, as a result of the aforementioned relationships, TD Bank

was also uniquely positioned to have knowledge of SIB's general history (discussed at

paragraphs 44 to 109) and also knowledge of the fact that:

(a) Prior to engaging TD Bank to provide correspondent banking services, Guardian

(b)

or SIB used financial institutions in the U.S. for its correspondent banking
purposes, including Chase Manhattan Bank (“Chase”), First Interstate Bank and
Bank of America, all of which chose to end their relationships with Guardian or
SIB. For instance, Bank of America's Compliance Department repeatedly insisted
to Bank of America's management that providing services to SIB constituted an
intolerable risk. After one year of providing such services, Bank of America's
management came to agree with the warning of the Compliance Department and

ended Bank of America's relationship with SIB;

TD Bank previously provided correspondent banking services to AIB, another
Antiguan financial institution, TD Bank was aware that its relationship with AIB
caused TD Bank to become a conduit for the transfer of significant volumes of
fraudulent transfers, In fact, the very same TD Bank executive who administered
AIB's TD Bank account also was responsible for the SIB and BOA correspondent

bank accounts with TD Bank. As such, TD Bank was aware of the clear and
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present need to subject its other Antiguan correspondent bank customers,

including SIB, to particular scrutiny;

TD Bank contributed to the U.S. Senate investigation into correspondent banking,
That investigation resulted in the U.S. Senate Report, which not only concluded
that correspondent banking was a gateway for money laundering, but specifically
noted the use of TD Bank's accounts to facilitate the fraud committed by AIB and
Guardian Bank and Trust (Cayman) Ltd. Since TD Bank was aware of the U.S,
Senate Report, TD Bank's awareness of the risks associated with providing
correspondent banking was high, including with respect to providing such

services to an Antiguan financial institution;

SIB represented that Mercer, who was also a long-time friend of Davis, sat on an
advisory board for SIB, If indeed Mercer sat on the advisory board, this
relationship also provided TD Bank with access to informatioﬁ concerning the
SIB Looting. If he did not, and SIB represented that he did, TD Bank ought to
have been aware of this, Such a mistepresentation would have been a red flag, to

say the Jeast, to TD Bank that required TD Bank to investigate and take action;

The rates of return generated by TD Waterhouse were at odds with the rates of

return that SIB purportedly generated; and

SIB directed TD Bank to send funds held in its correspondent bank accounts to
locations and to entities in a manner that clearly indicated such funds were not
being used as represented to SIB's customers, a clear “red flag” within the

exclusive knowledge of TD Bank,
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170. TD Bank, by virtue of its banking relationship with SIB, was also uniquely positioned to
demand further particulars about the publicly available information concerning SIB and
Stanford, all of which TD Bank was required to be aware of, If TD Bank demanded such further
particulars, those particulars were denied by Stanford and the Other Insiders or, if provided,
revealed further cause for concern, Any such result should have led TD Bank to determine that
banking services should not have been provided to SIB. Alternatively, Stanford and the Other
Insiders provided TD Bank with further particulars that were inconsistent with the publicly
available information. Such inconsistencies were themselves a “red flag” that should have been
properly investigated, with the result being that TD Bank determined banking services should not

be provided to SIB.

171, As a result of such information, TD Bank was uniquely situated to identify the breaches

of duty owed to SIB committed by Stanford and the Other Insiders through the orchestration of

the SIB Looting.

C. TD Bank Knew or Ought to Have Known of Relevant Open Source Information

172,  Over the period of time that TD Bank pro'vided cor;espondent banking services to SIB, it
knew or ought to have known, or was recklessly or willfully blind to, information that was
discoverable with even limited investigative efforts. In accordance with the Applicable
Standards, TD Bank was required to diligently conduct ongoing monitoring of such publicly-
available or “open source” information pertaining to SIB and its business operations, A summary

of such information follows.
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173, Stanford petitioned himself into personal bankruptcy on Febx'fuary 17, 1984 before the
U.S. Bankruptcy Court (for the Western Diétrict of Texas, Waco Division) under Case No. 6-84-

00263-T on the basis of personal debts of 1US$13,648,618.75.

174,  From 1985 until 1990, Guardian operated in Montserrat, a jurisdiction which was

historically known to have inadequate AML regulations.,

175. By 1988, Stanford had been accused of violating banking laws in Texas by running
unlicensed “feeder” sales offices in Houston for Guardian, The U.S. Office of the Comptroller of
the Currency in 1988 and again in 1989 issued advisories concerning Stanford's similar

violations of banking laws in Florida and California.

176. By 1989, the banking system in Montserrat came under investigation by U.S, and British
authorities. Consequently, Guardian itself came under scrutiny for possible drug money
laundering. When Guardian was forced to report to the Montserrat banking authorities, Stanford

and Davis fabricated account statements and ledgers.

177. On November 28, 1990, the Financial Secretary of Montserrat notified Stanford that it

was going to revoke Stanford's banking licenses because:
() Guardian's auditor, C.A.S. Hewlett & Co, Ltd., was not an approved auditor;
(b) Guardian was operating in.a manner “detrimental to its depositors”;
(©) Guardian failed to supply satisfactory details as to its liquidity;
(d Stanford was formerly a bankrupt; and

©) Guardian had failed to submit annual financial statements.
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178. However, before the threatened revocation could be imposed, Stanford caused Guardian

to change its domicile to Antigua.

179, Stanford moved Guardian from Montserrat to Antigua at the very time that Montserrat
was scrutinizing its banks, At the same time, Antigua subjected its offshore banking industry to

limited regulation and had the reputation of being the most corrupt island in the Caribbean.

180. There were extensive deficiencies in Antigua's offshore banking industry and Stanford

played a major role in Antigua's actions with respect to its offshore banking inaustry.

181. Having moved to Antigua, Guardian/SIB reported that it was audited by C.A.S, Hewlett
& Co. Ltd,, which is a small firm based in Antigua that clearly did not possess sufficient
competence to adequately audit a financial institution the size and scale of SIB. This was
evidenced by the fact that it did not have a website and basic internet-based searches would not
reveal any information on the firm, Further, on account of being based in Antigua, C.A.S.
Hewlett & Co. Ltd was not subject to significant regulatory oversight. Notably, it was also the

same audit firm that Montserrat had deemed to be an unapproved auditor of Guardian.

182, In 1991, the U.S. Federal Bureau of Investigation, U.S. Customs and Texas law
enforcement authorities investigated Stanford's possible involvement in drug money laundering,
This investigation resulted in U.S, Customs officials searching Stanford's private jet when he

returned from the Caribbean.

183, In 1994, then Antiguan Prime Minister Lester Bird allowed Stanford to organize and
arrange financing for a public hospital project in Antigua. Stanford purportedly funded an

interim loan to the Antiguan Government to finance 100 percent of the project's architectural and
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engineering costs. Eventually, Stanford lent the Antiguan Government over US$40 million
through BOA, thereby heavily indebting the Antiguan Government ~ BOA and SIB's only
regulator — to Stanford. Stanford's involvement in the hospital project prompted a 1996 U.S.

congressional investigation into corruption in Antigua.

184, In both 1995 and 1996, SIB disclosed identical rates of return of exactly 15.71 percent, a

result that was highly unusual and unlikely.

185. In addition, SIB's Annual Reports disclosed rates of return far higher than those offered
by traditional banks, including TD Bank. From 1997 until 2006, SIB disclosed returns on its CDs
that were, at their worst, 140 percent greater than the average return generated by U.S. banks'
CDs. At their best, the returns disclosed by SIB on its CDs were 388 percent greater than the

average return generated by U.S. banks' CDs.

186. The SIB promotional materials, which induced prospective customers to purchase CDs,
advertised rates of return in excess of those offered by TD Bank or other major financial
institutions. The promotional materials did not explain how those rates of return were earned or

could be paid.

187. On April 29, 1997, a verdict was rendered against Stanford by a U.S. Tax Court in his
case against the Internal Revenue Service. The Court ruled that Stanford failed to file a 1990 tax
return and owed in excess of US$500,000 in taxes and penalties related to his ownership of

Guardian in Montserrat.

188. In July 1998, U.S. authorities obtained a warrant to freeze funds controlled by suspected

money launderers, The seizure warrant was executed by U.S. authorities and sought to freeze a
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total of US$3.3 million, While the seizure warrant sought to freeze funds in U.S. financial
institutions, including SGC, most of the funds — nearly US$3.2 million — were found to be in an

SIB account.

189, In November 1998, Stanford caused SIB to file a Regulation D (“Reg. D”) exemption
with the SEC. The exemption allowed SFG, via SGC, to sell SIB CDs to U.S. “accredited
investors” in the U.S. without registering them as securities, SIB's initial Reg. D filing listed SIB
CD offerings totalling only US$50 million, SIB's filed an amended Reg. D in November 2001 to
increase the Reg. D offering to US$150 million. SIB filed additional amendments in March and
November of 2004, increasing the size of SIB's CD offerings to US$200 million and then US$1
billion, clearly evidencing the massive sales of SIB CDs taking place in the U.S. In November

2007, SIB filed yet another Reg, D amendment to increase the size of the offering to USS$2

billion.

190. From 1999 to 2008, SFG spent approximately US$4.8 million on government lobbying
activities —— spending US$2.2 million of that in 2008 alone — and its employees and its political
action committee gave US$2.4 million to federal Democratic and Republican candidates since
2000. At the same time, SFG lobbied against aspects of proposed U.S. legislation aimed at

cracking down on offshore banks and money laundering.

191, Beginning in or around 2001 and continuing until at least 2008, various employees of
Stanford-owned entities filed individual cases with the American Financial Industry Regulatory
Authority (“FINRA™), or its predecessor, claiming that they had been wrongfully dismissed and

alleging fraudulent business practices in violation of U.S. securities laws.
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192. In or around 2002, media reports indicated that Stanford and employees of SFG donated
US$90,350 to the legal defense fund of Robert Torricelli (“Torricelli”)., then a U.S, Senator from
New Jersey. This represented the largest block of contributions to Torricelli's legal defense fund
in the preceding reporting period. The legal defense fund existed to pay Torricelli's legal bills
stemming from a criminal investigation into his involvement with Korean-American
businessman David Chang,. Torricellli notably sat on the Senate Subcommittee on Investigations
and the Senate Finance Committee, both of which deal with money laundering issues. Torricelli
was also a member of the Senate Finance Committee's Subcommittee on the Internal Revenue
Service, At that time, the Internal Revenue Service was moving to obtain records of offshore
bank credit cards that U.S. officials had said may be used to avoid taxes. Those same media

reports noted the accusations that had been leveled against Stanford with respect to his influence

in Antigua.

193, In or around November 2003, Stanford gave two Antiguan govérnment officials —
Antiguan Tourism Minister, Molwyn Joseph, and Antiguan Planning Minister, Gaston Browne —
each US$37,000. At the time, both officials were part of a team negotiating with Stanford for a
proposed exchange of two properties in St John's, Antigua. Civic groups publicly urged their
removal, calling the payments “apparent inducements” and saying that the two had “serious

conflicts of interest”.

194, In or around 2004, World-Check, a reputable organization that gathers information
globally on heightened risk individuals and entities, added Stanford to its database of high risk
individuals and classified him as a PEP on account of, among other things, his association with
then Antiguan Prime Minister Bird. By virtue of their positions or influence they may hold, PEPs

present a high risk for potential involvement in bribery and corruption.
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195. In or around 2005, a civil complaint against SIB and SGC was filed in the U.S. District
Court for the Southern District of Florida by two investors. The investors claimed they were the
victims of a “Ponzi® scheme which targeted South Florida residents of Venezuelan origin anci
that SIB and SGC knowingly aided and abetted the other individual defendants in their

perpetration of the scheme.

196. In or around 2006, a former employee of a Stanford-owned entity filed a private whistle-
blower lawsuit against Stanford and SGC. The suit, filed in Miami-Dade County Circuit Court in
Florida, charged that SGC was attracting clients by selling CDs with artificially high yields and
was operating a “Ponzi” scheme. The plaintiff also alleged that he was fired for raising concerns
that the firm's practices violated federal and state laws. In addition, it was alleged that Stanford
was bribing Antiguan regulators to keep them frbm passing money laundering Jegislation. After
the presiding judge gave the plaintiff permission to depose Stanford, SGC became interested in

settling and did so in December 2007.

197. In or around June 2007, the National Association of Securities Dealers (the “NASD”)
censured SGC and fined it US$20,000 for failing to establish and maintain a supervisory system
reasonably designed to achieve compliance with applicable securities laws, regulations and

NASD rules, and failing to maintain its required minimum capital.

198. In or around June 2007, World-Check added SGC to its database as a financial institution
that posed a heightened risk, The resulting World-Check report reported that SGC was connected
to, among others, Stanford, Davis and Pendergest-Holt, At the time that World-Check added
SGC to its database, World-Check indicated that one or more public sources had reported that

SGC distributed sales literature that failed to present a fair and balanced treatment of investment
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risks and benefits, and contained misleading, unfair and unbalanced information. In addition, it
appears on the face of the World-Check report that, prior to SIB being shut down in February
2009, World-Check updated its database to note that FINRA had censured and fined SGC on
various occasions, that SGC had failed to adopt necessary supervisory procedures with respect to

public disclosure and that SGC was alleged to be involved in a US$8 billion pyramid scheme.

199. SIB's 2007 Annual Report claimed that SIB's investment portfolio consisted of 58.6
percent equity, 18.6 percent fixed income, 15.6 percent alternative investments (i.e. hedge funds)
and 7.2 percent precious metals. The 2007 Annual Report thus described SIB's portfolio as a
«well-diversified portfolio of highly marketable securities issued by stable governments, strong
multi-national corporations and major international banks”. Other than the fixed income, the
typical performance of every component of this investment allocation was volatile and subject to
significant risk, SIB's 2007 Annual Report was therefore internally inconsistent because the
purported composition of SIB's portfolio was at odds with the consistently high rates of return

that SIB claimed to generate.

200. In or around January 2008, FINRA censured SGC and fined it US$10,000 for distributing
misleading, unfair and unbalanced information about the CDs, as well the fact that the

relationship between SIB and SGC could create a conflict of interest.

201. In 2008, SIB also disclosed that it had incurred a loss of 1.3 percent amidst one of the
worst financial crises in history. In that same year, the S&P 500 lost 39 percent and the Dow

Jones STOXX Europe 500 Fund lost 41 percent of their respective values.

202. In September 2008, the U.S. Federal Reserve Board served a subpoena on the Miami

office of STC. The subpoena requested documents relating to, among other things, the
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relationship between STC and Stanford Trust Company Ltd. (Antigua), as well as documents

related to SIB CDs between STC and other SFG entities,

203. In or around September 2008, FINRA censured SGC and fined it US$10,000, Among
other things, FINRA's findings stated that SGC's supervisory system did not provide for
supervision reasonably designed to achieve compliance with. applicable securities laws, as

appears from the September 2008 FINRA report.

204. As detailed further below, in or around 2008, a major international clearing house,

Pershing, announced that it could not verify Stanford was not involved in fraud of some nature,

205. In or around January 2008, two former top executives of SGC, Mark Tidwell (“Tidwell”)
and Charles Rawl (“Rawl”) filed a wrongful dismissal claim against SGC. The claim alleged
that SGC failed to file necessary forms with the U.S. Treasury disclosing its clients' offshore
holdings and did not advise clients to file those forms, It also alleged that SGC purged files and
destroyed documents as early as 2007 related to what Tidwell and Rawi claimed was an ongoing
SEC investigation regarding practicgs relating to the sale of CDs. The suit also alleged that SGC

gave clients false historical performance data for its securities.

206. In or around 2008, media reports indicated that the SEC was investigating SIB's CD sales
and that it had issued subpoenas to two former SGC employees, Tidwell and Rawl, who, as

previously noted, had sued SGC,

207. In or around January 2009, media reports described SIB as being a fraud. These reports
noted that it was a “red flag” that the interest rates on CDs were as high as they were and that

SIB's business model required depositors giving funds to the bank to invest in the market. They
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also noted that it was suspicious that SIB had consistently achieved above-average results in all

of its investment categories,

208. In or around January 2009, FINRA censured SGC and fined it US$30,000 for failing to
adequately disclose the research methods used to report certain securities valuations and that it

was making a market in the company's securities.

209, On or around February 11, 2009, Bloomberg Businessweek reported that the SEC, the
Florida Office of Financial Regulation and FINRA were all investigating SFG. The report stated
that the probe's focus was on the high-yield CDs and the investment strategy behind them, as
well as how SFG could afford to provide employees with large bonuses, luxury cars and
expcnsivé vacations, especially in light of the fact that selling CDs is usually a low-margin
business. The report also noted that SIB was audited by a small accounting firm, the principal of

which had died on January 1, 2009,

210. TD Bank was actually aware of certain of the publicly-available information in respect of
SIB. For instance, in response to'a July 2008 Bloomberg article entitled “SEC Investigating
Stanford Group Offshore-Back CDs”, TD Bank contacted personnel from SIB and/or SFG and
indicated that its “main question and concern about the Bloomberg article is about the alleged
SEC investigation into SIB’s sale of CDs into the US. This is the centl.;al and more significant
issue in the media reports.” Soon thereafter, Davis advised another SIB employee that TD Bank

“was beginning to get nervous because of all the rumors circulating about SFG.”

211. Notwithstanding TD Bank's concerns and the extensive publicly-available information in
respect of Antigua, SIB and Stanford, all of which TD Bank was required to be aware of and

consider, TD Bank took absolutely no steps whatsoever to limit SIB's banking activities or report
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to any regulatory authority at all until receiving the freeze order dated March 12, 2009 from the

SEC, nearly a month after SIB's collapse.

D. Similarly Situated Entities Knew of the SIB Looting or Refused to Provide Services |
212, As a result of the extensive Iﬁublicly-available informaéion, even without the benefit of
the window into SIB's affairs such as the one enjoyed by TD Bank, the SIB Looting was widely
known in the law enforcement, AML and banking communities from at least 1997, TD Bank is

part of these communities.

213. Notably, and as described below, other entities and regulators that were part of these
communities concluded that business should not have been conducted with SIB or, in some

cases, that the SIB Looting was taking place.

SocGen.
214, Fq'r instance, on July 5, 2000, a report in respect of BOA was provided by a UK.
consulting firm, “Proximal Consulting”, to a Swiss-based bank, Compagnie Bancaire Genéve,
which was subsequently acquired by SocGen in 2003 (the “Proximal Report”). The Proximal
Report is a due diligence report that was completed in only a few hours and at a cost of only
£500. It summarizes a compliance review of the affairs of BOA. I.n doing so, it also commented

on both Stanford and SIB. For instance, paragraphs 4.3 — 4.4 of the Proximal Report state:

In a controversial move in 1997, Lester Bird asked Stanford to undertake the task
of tightening anti momey laundering regulation in Antigua as a response to
international pressure, Stanford created a board with himself as President to
implement the changes and over 18 months, new laws to control money
laundering were implemented. Five offshore “banks” were closed and 20 more
were reviewed; “know your customer” laws were strengthened, However, the US
authorities viewed Stanford's financing and participation of the board and his
ownership of banks on the island as a conflict of interests. Moreover, the new law
is reviewed as having substantial loopholes and making it more difficult to obtain
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bank records. This led to the issue of the FInCEN advisory notice that is attached
to this report.

The attached FinCEN advisory appears to have been conceived by the US State
Department's Bureau of International Narcotics and Law Enforcement Affairs
who are particularly concerned with the role and influence of R, Allen Stanford.
One senior official from another US Government agency has been quoted on
Stanford as saying, “Try as we might, we have never been able to come up with
anything on him.”

215. At paragraph 4.5, the Proximal Report states that “in relation to SIB, court documents we

have seen show that”:

Juan Zepeda Mendes, an influential member of the Carlillo Fuentes organization
[Mexico's largest drug cartel at the time], opened an account in his name at SIB
on 6 June 1997 with a transfer of $104,000 from Bear Stearns that we [sic]
followed by subsequent transfers from Bear Stearns of $400,000 (19 June 1997)
and $200,000 (2 July 1997). -

Jorge Bastida, another influential member of the Carlillo Fuentes organization,
deposited $1,191,332 in his account at SIB that consisted of five cheques all dated
18 April 1997 with consecutive numbers all drawn on an account of a Mexican
Casa de Cambio.

216, Paragraph 4.6 of the Proximal Report addresses Stanford's involvement in and departure

from banking in Montserrat, It states:

It is alleged that RAS previously owned a bank in Montserrat but he relinquished
the licence in 1989/90, Further claims are that his voluntary relinquishment was
due to the fact that the British Police were just about to engineer the formal
revoking of the licence, Based on this information, there is a widely held view
that SIB has had a somewhat dubious reputation for many years, but this has
never been the subject of official action.

217, Paragraphs 5.1 and 5.2 of the Proximal Report discuss Antigua. They state:

Antigua has obtained a reputation as being a jurisdiction that has done very little

"about money laundering and has thus been the target of (in particular) South
American and Russian criminals who have used the financial infrastructure of the
island to successfully launder funds. This was highlighted by the collapse of the
European Union Bank. '
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Following the issue of the US Government Advisory Notice (which is attached to
this report in full) many financial institutions based in Antigua have found it
difficult to establish or continue correspondent banking relationships particularly
with US based or owned banks, Unconfirmed reports suggest that one large US
bank has closed all of its correspondent relationships with banks in Antigua.

218. In light of the foregoing, the Proximal Report concludes:
The Bank of Antigua itself as a prospective partner and/or client of [SocGen]
poses no problem in itself, as the bank is a domestic one operating solely in
Antigua with no direct links to money laundering or other criminal activity.
However, if the Bank of Antigua is being used as a channel to introduce clients
from Stanford International Bank (or other customers not resident in Antigua) to
[SocGen] we have concerns as to the consequences of this. Firstly it is an
accepted fact that Stanford International Bank has been used by Mexican drug
cartels to launder considerable volumes of criminally obtained funds. Secondly,
because of the very high level of aftention given to Antigua as a money

laundering centre, it would be very difficult for [SocGen] to defend itself or its
reputation should any problems occur in the future.

219, Notwithstanding its actual knowledge of the fact of “widely accepted” criminal money
Jaundering activity at SIB and in Antigua generally, SocGen éontinued to provide banking
services to SIB and Stanford until the collapse of SIB in February 2009, However, it hlaS been
alleged by Davis that Blaise Friedli, the principal officer at SocGen, was a friend of Stanford. He
also alleged that both Friedli and other unnamed officials at SocGen received bribes from

Stanford to ensure that SIB and SEG would continue to receive SocGen's services.

The SEC
220. The SEC office in Forth Worth, Texas reviewed the operations of SGC and its sale of
SIB CDs in 1997, At that time, after only six days of field work in examination of Stanford and
his companies, the SEC came to the conclusion that Stanford was likely operating a ‘“Ponzi”
scheme., SEC examiners concluded that SIB's statements promoting SIB CDs appeared to be
misrepresentations. Those examiners noted that the interest rates purportedly paid on SIB CDs,

combined with the large referral payments being made to SGC and SFG, were simply too high to
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be achieved through the purported low-risk investments. Taking into account these and other
facts, the SEC's Fort Worth branch chief concluded that the returns on SIB CDs were “absolutely

ludicrous™.

221, The SEC's office in Forth Worth conéucted additional investigations into SGC and SIB in
1998, 2002 and 2004, Each examination resulted in the conclusion that the SIB CDs could not
have been “legitimate” and that it was “highly unlikely” that the refurns Stanford claimed to
generate could have been achieved with the purported conservative investment approach. The
only significant difference in the SEC's findings over the years was that the fraud grew

exponentially from US$250 million to US$1.5 billion.

922, The SEC brought an end to the SIB Looting in February 2009, but its failure to do so
earlier was the subject of a March 2010 report by the SEC's Office of the Inspector General. That
report concluded that the SEC's failure to end the fraud on SIB and bring Stanford to justice did
not result from a lack of evidence that the fraud on SIB was taking place, Rather, the report
found that senior officials at the SEC's Fort Worth office felt that prosecuting large novel or

complex cases was disfavoured in comparison to prosecuting numerous “quick-hit” cases.

223, In addition, the report found that the former head of the enforcement branch at the SEC's
Fort Worth office, Spencer Barasch, who played a significant role in the multiple decisions to
quash investigations of Stanford, sought to répresent Stanford as legal counsel on three separate
occasions after He left the SEC and, in fact, did represent Stanford briefly in 2006 before the SEC
informed him he could not do so. As a result, he received the maximum allowable fine for a
violation of U.S, conflict-of-interest rules and was barred from practicing before the SEC for one

year due to his actions in connection with Stanford.
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Pershing LLC
224, SGC entered into a “clearing agreement” with international clearing house Pershing in
December 2003, Initially, Pershing processed wire transfers from client accounts it held for the
purchase of SIB CDs. However, by approximately mid-2006, Pershing became concerned about
the financial reliance of SGC on SIB because SGC was losing money and a significant portion of

its revenue consisted of referral payments from SIB.

225,  As aresult, in the summer of 2006, Pershing began to ask for verification of SIB's assets
and the returns generated by the SIB portfolio. When SGC responded with only generalities
about SIB's investment policy, Pershing increased its due diligence efforts in respect of SIB.
These efforts included, among other things, attempting to acquire a complete SIB CD prospectus
and travelling to Antigua to meet with SIB personnel and SIB's regulator, the FSRC, to see
documentation regarding SIB's balance sheet and the supporting paperwork that reflected the
assets, However, in each instance, Pershing was met with stonewalling and excuses by SIB
personnel, as well as by Leroy King, the senior-most official at the FSRC, who Stanford had

bribed.

226, Ultimately, due to its continued concerns over its inability to gain transparency into SIB's
portfolio, Pershing notified SGC that it would no longer process wire transfers from SIB. In
connection with doing so, in December 2008, Pershing announced that it could not verify

Stanford was not involved in fraud of some nature,
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Ferrier Lullin & Cie
227, At least as of 2000, Swiss-bank Ferrier Lullin & Cie (now Julius Bar Group Ltd.)
(“Ferrier Lullin™) acted as the custodian for SIB's investments with Axia Investments in

Switzerland.

228, Ferrier Lullin commissioned and received a due diligence report in respect of SIB dated

May 10, 2002, Among other things, that report noted that:

(a) in the 1990s, “Antigua's offshore sector became more worrisome as individuals

believe to have ties to Russian organized. crime moved in”;

®) Stanford was appointed to spearhead the effort to reform Antigua's banking laws
and later appointed to the board of authority to oversee Antigua's offshore banks, -
This was the case notwithstanding that Stanford owned the largest bank fo be '

supervised;

()  the U.S, State Department issued a report calling Antigua “one of the most
attractive financial centers in the'Caribbean for money launderers” and later stated
that “[i]ndividuals suspected of invoIvemeﬁt in money laundering and other illicit
economic activities used their considerable influence to weaken Antigua's AML

legislation”, a clear reference to Stanford; and

(d) the U.S. had‘issued the FInCEN Advisory and that U.K. and French officials soon

after voiced similar concerns.

229. In July 2003, an internal Ferrier Lullin memorandum confirmed concerns about Stanford

and SIB. It noted that Ferrier Lullin employees from various departments had made inquiries
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about SIB and had askcd, among other things, whether SIB was truly a bank and if SIB was a

shell bank being used to avoid rules in the U.S,

JP Morgan Chase
230. Between 1994 and 2003, the Middle Market division of JP Morgan Chase opened 22
bank accounts for SFG. During the same period, the Private Banking division of JP Morgan
Chase held bank accounts for Stanford in his personal capacity, However, as a result of
monitoring Stanford’s accounts, the Private Banking division of JP Morgan Chase found
“significant unfitting activities occurring in the accounts of R. Allen Stanford” and therefore

closed those accounts,

231.  Upon being notified that the Private Banking division of JP Morgan Chase had ended its
relationship with Stanfora, the Middle Market division began reviewing and more closely
monitoring SFG's accounts, As a result of doing so, the Middle Market divison determined that
it was “unable to obtain a reasonable explanation of the customer’s account activities” and
subsequently filed a Suspicious Activties Report in respect of SFG transactions totaling more
than $170 million between January 1, 2003 and August 29, 2003. The Suspicious Activities
. Report identified various transactions giving rise to concerns about violations of the U.S. Bank
Secrecy Act and money laundering, Such transactions included those with entities in Antigua,

entities related to SFG (including SIB) and with TD Bank.

Synder Kearney LLC
232, In 2008, SGC engaged Snyder Kearney LLC (“Snyder Kearney”), a prominent U.S. law
firm, to perform due diligence in respect of two private fund offers that were sponsored by SGC

and managed by another Stanford-owned entity, Stanford Capital Management. Synder Kearney
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initially accepted the engagement and thereafter requested verification of SIB's portfolio,
However, SGC refused to provide the relevant information and Snyder Kearney promptly

withdrew from the engagement.

First Advantage Investigative Services
233, Due diligence in respect of SIB CDs was also undertaken by or on behalf of certain
prospective invéstors. For instance, Randy Shain (“Shainl”) of the New York-based Firs:t
Advantage Investigative Services was retained to conduct due diligence in respect of SIB and

SIB CDs on behalf of a client.

234, TIn completing such due diligence, Shain identified and reviewed certain of the “open
source” information in respect of SIB and Stanford outlined above. Such information pertained
to, among other things, various lawsuits filed against Stanford or his companiés, all of which
alleged money laundering and other impropriety, Antigua's AML deficiencies and Stanford's

involvement therewith, and certain of Stanford's bribes and conflicts of interest.

Fidelity Investmenis

235. Fidelity Investments commenced providing services to SIB and SGC. However, '
following its attempt to conduct certain due diligence activities, it soon thereafter terminated the

relationship.

Chase Manhattan Bank
236, In its carlier years, SIB (then known as Guardian) had a correspondent banking
relationship with Chase. However, Chase ended its relationship with SIB over concerns about

double endorsed cheques.
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First Interstate Bank
237. First Interstate Bank began providing correspéndcnt banking services to SIB (then known
as Guardian) to SIB in the late 1980s. It ended its relationship with SIB in the early 1990s. It has
been reported that First Interstate Bank provided money laundering services to alleged narcotics
traffickers and was placed under investigation by U.S. Federal authorities, Stanford reportedly
personally knew the directors of First Interstate Bank at the time, who were themselves

suspected of being involved in the alleged money laundering activities.

Citizens & Southern Bank
238. In December 1990, when BOA was purchased by Stanford, Citizens & Southern Bank
(“C&S") of Atlanta, Georgia was BOA's correspondent bank. Stanford attempted to “piggyback”
SIB into a correspondent banking relationship with C&S based upon BOA's pre-existing
relationship, C&S, however, promptly closed the SIB U.S. dollar account of BOA and informed
Stanford that he could not indirectly use BOA's correspondent banking relationship for SIB. As a
result, Stanford and some of the Other Insiders flew to C&S Headquarters in Atlanta to try to
convince C&S to independently approve a correspondent banking relationship with SIB, C&S
did not approve SIB for a correspondent banking relationship, so the entire group travelled to
Thibodaux, Louisiana in an attempt to rectify problems that SIB was also then having with its

correspondent banking relationship with First Interstate Bank.

Bank of America
239, Bank of America provided SIB with correspondent banking services over the course of
approximately one year, which occurred in or around 1993 and 1994. During that period, Bank
of America's Compliance Department repeatedly insisted to Bank of America's management that

providing services to SIB constituted an intolerable risk as a result of AML concerns, After one
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year of providing such services, Bank of America's management came to agree with the warning

of the Compliance Department and ended its relationship with SIB.

The NASD
240. The NASD concluded as early as 2006 that SGC violated NASD rules through
“unwarranted and misleading” assertions that SIB's portfolio investments were “prudent” at a

time when SGC admitted that it did not know what was in SIB's portfolio,

U.S. Customs
241, Even as far back as the early 1990s, U.S. Customs officials noted that SIB (then known
as Guardian) had “constant cash flow” from foreign depositors but “no regulation of its
activities” and U.S. Customs took an interest in the “possible smuggiing activities of principals

in the Stanford organization.”

242. The aforementioned conclusions were reached by the above-listed entities, all of which
did not have TD Bank's extensive access to SIB and its operations. TD Bank's approach differed
from other entities that were similarly required to and did undertake due diligence on SIB. For
instance, when Pershing was met with stonewalling and excuses by SIB personnel, Pershing

stopped providing services to SIB, By comparison, TD Bank:

(a) did not ask questions or demand answers as it was required to do and that would
have revealed the secret kept by Stanford and the Other Insiders in respect of Tier

11T and the SIB Looting, in which case it fell below the standard of care;

(b) asked the required questions but was denied answers and nonetheless continued to

provide banking services to SIB, in which case it fell the standard of care; or
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(© asked the required questions and was provided the answers and thereby became
expressly aware of the true nature of Tier III and the SIB Looting, but nonetheless
continued to provide banking services to SIB, in which case it fell below the

standard of care.
243. In all of the circumstances, TD Bank should not have provided banking services to SIB.

VI, APPLICABLE BANKING STANDARDS AND LAWS

244, The standard practices and procedures undertaken by Canadian financial institutions that
enter into correspondent banking relationships derive from a combination of standards developed
by financial regulators and relevant financial industry organizations, as. well as legislative and
statutory duties. The banking standards and laws that Were'applicabie to TD Bank during the

period that it provided correspondent banking services to SIB are set out below,

A, Financial Regulators and International Organizations Set the Standards
. L. The Applicable Standards

245,' Financial regulators and international organizations focused on the global financial
system have for decades developed, monitored and implemented standards aimed at detecting,
deterring and preventfng money laundering, In addition to estabiishing standards for financial
institutions concerning o'lient identification and account monitoring, these regulators and
organizations have long warned that correspondent bénking relationships with foreign financial
iﬁstitutions often facilitate money laundering and that, as a result, correspondent accounts merit
particular care, as well as enhanced due diligence and monitoring. This is especially the case
with respect to accounts involving the provision of services in jurisdictions known to have

relaxed regulatory standards for banks, since failure to exercise such care may result in the
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correspondent bank holding and/or transmitting money linked to corruption, fraud or other illegal

activity.

246, In Canada, federally regulated financial institutions (“Financial Institutions”) such as

TD Bank are regulated by the Office of the Superintendent of Financial Institutions (“OSFI”).

Since 1990, OSFI has developed standards for Financial Institutions concerning AML

compliance. These standards are contained in the following relevant documents:

(a)

(b)

(©)

(d

©

OSFI Best Practices: Deterring and Detecting Money Laundering, 1990 (the

“1990 OSFI Standards™);

OSFI Guideline B-8, Deterring and Detecting Money Laundering, September '

1996 (the “1996 OSFI Standards™);

OSFI Guideline B-8, Deterring and Detecting Money Laundering, April 2003 (the

“2003 OSFI Standards”);

OSFI Guideline B-8, Deterring and Detecting Money Laundering, November

2004 (the “2004 OSFI Standards™);

OSFI Guideline B-8, Deterring and Detecting Money Laundering, Novembet

2008 (the “2008 OS¥FI Standards”)

(collectively, the “OSFI Standards”).

247, TD Bank was consulted by OSFI when the OSFI Standards were drafted.

248, Since 2000, the Financial Transactions and Reports Analysis Centre of Canada

(“FINTRAC™) has been responsible for ensuring Financial Institutions’ compliance with
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Canadian AML standards pursuant to the Proceeds of Crime (Money Laundering) and Terrorist
Financing Act, 8.C. 2000, ¢. 17 (the “PCMLTFA”), However, OSFI has continued to include
AML compliance in its examinations of Financial Institutions for its own purposes, and as part of

its memorandum of understanding with FINTRAC to perform AML compliance on its behalf,

249. Financial Institutions are also subject to the standards developed by the Basel Committee

on Banking Supervision, which are contained in the following relevant documents:
(a) Customer Due Diligence for Banks, October 2001 (the “2001 Basel Standards”);

(b) (i) General Guide to Account Opening and Customer Identification, February
2003, and (if) Initiatives by the Basel Committee on Banking Supervision et al to
combat money laundering and the financing of terrorism, June 2003 (together, the

“2003 Basel Standards™); and

(c) Consolidated KYC Risk Management, October 2004 (the “2004 Basel

Standards”)

(collectively, the “Basel Standards”).

250. Canada endorsed the Basel Standards.

251, The Financial Action Task Force (the “FATE”) is an intergovernmental body that
develops, monitors and evaluates countries' AML standards, The FATF has established standards

applicable to Financial Institutions, which are contained in the following relevant documents:
() FATF 40 recommendations, 1990 (the “1990 FATF Standards™);

(b) FATF 40 recommendations, 1996 (the “1996 FATF Standards™);
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©) FATF 40 recommendations, 2003 (the “2003 FATF Standards”); and

(d)  FATF Guidance on the Risk-Based Approach to Combating Money Laundering

and Terrorist Financing, 2007 (the “2007 FATF Standards™)

(collectively, the “FATF Standards”).

252, Similarly, Financial Institutions are required to meet the standards developed by the
Wolfsberg Group (“Wolfsberg”), Wolfsberg is an international association of banks which aims
to develop financial service industry standards for, among other things, AML policies pertaining
to correspondent banking, Such standards were established in AML Principles for Correspondent

Banking, 2002 (the “2002 Wolfsberg Standards” or the “Wolfsberg Standards™).

253, During the time period that TD Bank provided correspondent banking services to SIB,
the OSFI Standards, the Basel Standards, the FATF Standards and the Wolfsberg Standards
(together, the “Applicable Standards”) were binding on TD Bank and informed the standard of
reasonable banking that it was obliged to meet. By providing banking services to SIB, TD Bank

failed to meet the Applicable Standards.

254. Notably, thr.oughout the period that TD Bank provided correspondent banking services to
SIB, it completed and submitted questionnaires to Wolfsberg. In each instance, TD Bank's
completed questionnaires indicated that it had in place and adhered to strong KYC and AML
policies, all of which were in compliance with the Wolfsberg Standards, Howw¢r, it is clear that

TD Bank was in fact not in such compliance,
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2, Timeline of the Standards’ Implementation

255. The Applicable Standards informed the standard of reasonable banking that TD Bank was
obliged to meet during the time that it provided correspondent banking services to SIB. The
Applicable Standards evolved as each of the individual standards was revised. The result of each
revision to one of the OSFI Standards, the Basel Standards, the FATF Standards or the
Wolfsberg Standards was that the Applicable Standards were continuously updated, strengthened

and made more onerous over the time period that TD Bank provided correspondent banking

services to SIB.
The 1990 Applicable Standards

256. Beginning in 1990, approximately two years prior to TD Bank beginning to act as
correspondent bank for SIB, TD Bank was required to implement and follow policies and
procedures that were compliant with the 1990 FATF Standards. Among other things, the 1990

FATF Standards required Financial Institutions to:
(a) undertake due diligence on all clients;
(b)  develop AML policies, procedures and controls;

©) develop screening procedures for prospective employees and provide those

employees with oﬁgoing training with respect to AML compliance;

(d)  pay special attention to business relationships and transactions with clients and

other financial institutions that did not sufficiently apply the FATF Standards; and
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(e) report all suspicious transactions to the appropriate authorities, with particular
emphasis placed on funds Financial Institutions suspected were derived from

criminal activity:

257.  As a result of the 1990 FATF Standards, Financial Institutions were required to take care
when entering into relationships with new clients, but also to review and monitor the accounts of

existing clients,

258, The 1990 FATF Standards also required Financial Institutions to gather sufficient client
identification information about respondent institutions and assess respondent institutions’ AML.
controls when acting as a correspondent bank. This was true with respect to both new and

existing correspondent bank clients,
The 1996 Applicable Standards

259. By 1996, in addition to complying with the previously implemented Applicable
Standards, Financial Institutions were required to comply with the 1996 OSFI Standards and the

1996 FATF Standards.

260. The 1996 OSFI Standards explicitly recognized that Financial Institutions' most
important weapon against money laundering was knowledge of their clients, In keeping with this

recognition, among other things, the 1996 OSFI Standards required Financial Institutions to:

(a).  take special care when opening accounts for foreign deposit-taking institutions;
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to:

(b)

©

(d)

(€
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subject the activities of all clients, regardless of their risk profile, to some form of
ongoing monitoring to detect transactions or attempted transactions that may be

suspicious;

establish an annual self-assessment program to assess the effectiveness of their
AML programs and procedures, the purpose of which was to enable management

to identify areas of risk or assess the need for additional controls;

have, as part of their deterrence and detection procedures, a process to promptly
identify and report suspicious transactions, particularly transactions relating to
pass-through accounts, such as correspondent banking accounts, both internally to

senior management and to the appropriate authorities; and

undertake enhanced monitoring of pass-through accounts, such as correspondent
banking accounts, using high risk indicators, such as, for example, the
accumulation of balances inconsistent with known revenue or turnover and

subsequent transfers to accounts held overseas,

In addition, among other things, the 1996 FATF Standards required Financial Institutions

(2)

(b)

identify and verify through official or other reliable documents the identity of

their clients;

designate compliance officers at the senior management level to ensure

compliance with their AML programs;
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implement enhanced due diligence procedures to be utilized in higher risk

situations; and

‘pay particular attention to complex or unusual transactions with no apparent

gconomic purpose or visibly lawful purpose and examine the background of such
transactions, with the findings being documented in writing and made available to

supervisors, auditors and law enforcement agencies,

The 2001 Applicable Standards

262. By 2001, in addition to complying with the breviously implemented Applicable

Standards, Financial Institutions were required to comply with the 2001 Basel Standards,

263. Among other things, the 2001 Basel Standards required Financial Institutions to:

(@)

(b)

©

(@)

obtain financial statements and descriptions of clients' principal lines of business

with respect to large corporate accounts;

understand the normal and reasonable account activity of all clients in order to

reduce risk;

perform enhanced due diligence if the Financial Institution had any reason to

~ believe that an applicant was being refused banking facilities by another bank;

conduct regular reviews of existing client identification records in order to ensure

that those records remained up-to-date;
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(8)

(h)
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conduct regular reviews of a client's account whenever a significant transaction
took place, client documentation standards changed or the way the account

operated changed;

develop KYC risk management programs that included proper management
oversight, systems and controls, segregation of duties, training and other related
policies;

determine whether they were engaged in business relationships with any PEPs

and identify any individuals or entities associated with a PEP;

ensure that senior managers knew the circumstances of high risk private banking
clients and, with respe‘ct to those clients, were aware of relevant. third party

information; and

ensure that internal audit teams were adequately staffed with individuals who

were well-versed in risk management policies and controls.

264, The 2001 Basel Standards also required Financial Institutions to have in place clear client

acoeptance policies and procedures that described the types of customers that posed a higher risk

and ensured enhanced due diligence took place with respect to such higher risk clients. Where

high risk clients posed problems in the banking relationship that could not be resolved, Financial

Institutions were required to close the account and return money to its source,

265. The 2001 Basel Standards also recognized that certain types of transactions should alert

Financial Institutions to the possibility that a client is conducting unusual or suspicious activities.

Such transactions were specifically recognized to include those that did not readily appear to
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make economic or commercial sense, or those that involved large amounts of cash deposits that

were inconsistent with the normal and expected transactions of a particular variety of client,

266. Notably, the 2001 Basel Standards noted that very high account turnover, inconsistent
with the size of the balance, may indicate that funds were being moved through the account for

an improper purpose.

267, In addition, the 2001 Basel Standards specifically addressed correspondent banking. In
particular, the Basel Standards required that Financial Institutions conduct appropriate levels of
client identification in order to fully understand the nature of a respondent bank's business and
that Financial Institutions employ enhanced due diligence procedures with respect to any

transactions carried out through correspondent banking accounts,

268. Finally, pursuant to the 2001 Basel Standards, Financial Institutions were required to pay
particular attention when undertaking or continuing correspondent banking relationships with a

respondent bank located in a jurisdiction with poor KYC standards.
The 2002 Applicable Standards

269. By 2002, in addition to complying with the previously implemented Applicable

Standards, Financial Institutions were required to comply with the 2002 Wolfsberg Standards.

270. The 2002 Wolfsberg Standards required Financial Institutions to utilize a risk-based
approach to decide whether to initiate a relationship with a correspondent banking client and the
level of due diligence required to continue such relationships. When conducting due diligence
with respect to a correspondent banking client, among other things, Financial Institutions weré

required to consider:
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() the client's domicile and organization,

(b)  theclient's oWnership and executive management;

©) the nature of the client's business;

(d)  the products an‘d services offered by the client;

(e) the client's regulatory status and history;

® the client's AML controls;

(€3] whether the client had any business arrangements with sﬁell banks; and
(h)  the client's adherence to the Wolfsberg Standards. ‘

271. The 2002 Wolfsberg Stapdards also required required Financial Institutions to conduct
independent, ' risk-based rcvi.ews of all existing correspondenfc banking accounts to ensure
compliance with the policies and procedures of the Financial Institution, and determine whether
additional due diligence was required. When conducting such reviews, Financial Institutions
- were required to consider the same type of information as was required for new correspondent

banking clients.

279.  The 2002 Wolfsberg Standards required that at least one person senior to and other than
the banker responsible for a particular correspondent accouﬁt approve all correspondent banking
relationships, including previously existing relationships. The 2002 Wolfsberg Standards also
required a representative of the Financial Institution to visit the premises of correspondent

banking clients in order to conduct due diligence.



-80-

273. The 2002 Wolfsberg Standards also noted that enhanced due diligence may be required
for correspondent banking clients whose risk profile was higher than that of a typical

correspondent banking client, This enhanced due diligence was required to focus on:
(a) ownership and management of the correspondent banking olient;
(b) involvement of any PEP with the correspondent banking client;
(©) the correspondent banking client's AML controls; and
(d) any downstream correspondent clearing.

274, Finally, the 2002 Wolfsberg Standards required Financial Institutions to establish
organization-wide policies and programs to address unusual or suspfcious transactions, These
policies and programs were required to provide examples and guidance as to what was to be
considered unusual or suspicious and establish reporting protocols in accordance with applicable

laws,
The 2003 Applicable Standards

275. By 2003, in addition to complying with the previously implemented Applicable
Standards, Financial Institutions were required to comply with the 2003 OSFI Standards, the

2003 FATF Standards and the 2003 Basel Standards.
276. Among other things, the 2003 OSFI Standards required Financial Institutions to:

(a) ensure that senior management was responsible for the development of AML and

risk management programs;
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(b) keep their boards of directors adequately informed about their AML and risk

management programs and those programs' effectiveness;

(c) obtain their boards of directors' approval of their AML and risk management
programs at both the initial implementation stage and whenever those programs

were reviewed; and
(d) report all suspicious transactions in accordance with applicable legislation.
277.  Among other things, the 2003 FATF Standards required Financial Institutions to:

(a) have a risk management system in place to determine the existence of any clients

or potential clients who were PEPs; and

(b) incorporate AML policies that addressed the risks associated with non-face-to-

face business relationships and transactions.

278, With respect to PEPs, in addition to normal due diligence measures, according to the
2003 FATF Standards, Financial Institutions were required to ensure that senior management
approval was granted.before establishing the business relationship. They were also required to
establish the source of any PEP's wealth and funds and to conduct enhanced, ongoing monitoring

of their business relationship with any PEP,

279, With respect to correspondent banking clients, the 2003 FATF Standards also required
Financial Institutions to determine from publicly available information the reputation of the
respondent institution and whether it had been the subject of past money laundering or terrorist

financing investigations or regulatory action,
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280. Among other things, the 2003 Basel Standards required Financial Institutions to take
decisions to enter into business relationships with higher risk clients, including correspondent

banking clients, at the senior management level,

281. The 2003 Basel Standards also required Financial Institutions to develop risk
management programs that ensured consistent client identification and account monitoring

across the Financial Institutions' business lines and geographic locations.

282, Finally, the 2003 Basel Standards explicitly required that Financial Institutions
implement rigorous standards for due diligence in high risk areas and develop policies and
standards for handling relationships in such areas. One type of high risk relationship identified

by the 2003 Basel Standards were those between a Financial Institution and a PEP,
The 2004 Applicable Standards

283. By 2004, in addition to complying with the previously implemented Applicable

Standards, Financial Institutions were required to comply with the 2004 OSFI Standards and the

2004 Basel Standards.

284. Among other things, the 2004 OSFI Standards required Financial Institutions to:

(a) conduct higher levels of due diligence when dealing with clients from countries

with AML requirements that were considered inadequate; and

(b))  have customer identification and verification processes which were fully

compliant with the PCMLTFA.
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285. In addition, the 2004 Basel Standards required Financial Institutions to implement risk

management policies and procedures to be applied across their various business lines and

geographic locations. In particular, among other things, the 2004 Basel Standards required

Financial Institutions to:

(a)

(b)

©

(@)

©

®

develop standards on what records are to be obtained and retained for customer

identification across their banking groups as a whole;

maintain client identification information in a readily retrievable format that was

accessible globally by their banking groups as a whole;

have in place systems and processes fo monitor and share information on the
identity of clients and client account activity throughout their banking groups as a

whole;

be alert to clients that use their various business lines across different banking
groups (for example, banking, securities and insurance) and undertake transaction

monitoring on both a local and centralized basis;

have their internal and external audits evaluate adherence to compliance with

relevant standards across their banking groups as a whole; and

implement policies and procedures to identify unusual account activity throughout

their banking groups as a whole, regardless of how those accounts were utilized.
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The 2007 Applicable Standards

286. By 2007, in addition to complying with the previously implemented Applicable

Standards, Financial Institutions were required to comply with the 2007 FATF Standards.
287. Among other things, the 2007 FATF Standards required Finaneial Institutions to:

(a) utilize information generated by competent third parties to identify suspicious

activity;

(b) exercise increased awareness of higher risk clients and any transactions such

clients undertook across their various business lines; and

©) develop policies and procedures so that senior management could independcntly}
validate the development and operation of their risk assessment and risk

management processes.
The 2008 Applicable Standards

288, By 2008, in addition to complying with the previously implemented Applicable

Standards, Financial Institutions were required to comply with the 2008 OSFI Standards.
289, Among other things, the 2008 OSFI Standards required Financial Institutions to:

(8) - comply with all PCMLTFA requirements, including with respect to correspondent

banking;

(b) take reasonable measures to obtain the names and occupations of all directors and

beneficial owners of 25 percent or more of their corporate clients;
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(c) report all transactions or attempted transactions that were suspicious to

FINTRAC;
(d) conduct self-assessment of AML controls at least annually; and

(¢)  have independent auditors conduct effectiveness testing of their AML controls at

least every two years, with the results thereof being reviewed by a senior officer.

200. In addition, the' 2008 OSFI Standards explicitly recognized that the identity and
beneficial ownership of a client can be determined using a credible public or other database and
that enhanced account monitoring should include the gathering of information from open public

sources.

291. The 2008 OSFI Standards also required that, where a Financial Institution determined
that a foreign financial institution for which it provided correspondent banking services did not
have in place AML policies consistent with the PCMLTFA, ongoing monitoring of all

transactions should occur to mitigate the higher risk.

292, Further, the 2008 OSFI Standards required Financial Institutions to determine whether a
client is a politically exposed foreign person (“PEFP”). When making that determination,
Financial Institutions werelrequired to consult public databases, According to the 2008 OSFI
Standards, if a Financial Institution had a client who was a PEFP, the Financial Institution was

required to:
(a) take measures to determine the source of the PEFP's funds;

(b) obtain senjor management approval to open or maintain the PEFP's account; and
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(© conduct enhanced ongoing monitoring of the PEFP's account.

293. Similarly, where a Financial Institution was aware that a PEFP owned or control 25
percent or more of a corporate client, or if a PEFP was a director or officer of a corporate client,
the 2008 OSFI Standards required the Financial Institution to assess the risk of providing

banking services and apply enhanced due diligence as appropriate,

3, Financial Institutions Adopt the Standards

204. At all times, Financial Institutions were required to adhere to the Applicable Standards.
As a result, it was customary for Financial Institutions to adopt the Applicable Standards into

their banking practices,

295. Por example, as a result of the Applicable Standards, since at least 1990, it was
customary for Financial Institutions to continuously review existing correspondent accounts to
ensure they met required standards and to close accounts and decline to provide service to

correspondent banking customers that were not in compliance with such standards.

296. For instance, in 2001, several major American banks testified before the U.S, Permanent
Subcommittee on Investigations that their practices in respect of correspondent banking included
heightened due diligence, heightened monitoring and strict KYC procedures, More specifically,

these practices included:

(a) evaluating the overall adequacy of banking supervision in the jurisdiction of the

respondent bank;

(b) reviewing media reports for information on the respondent bank;
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(d)

(e)

“~87-

establishing a detailed understanding of correspondent banking customers'

ownership structure;

establishing an understanding of correspondent banking customers' cash flows;

and

regularly preparing memoranda summarizing contacts with the bank and
information about its staff and operations, all of which appears from the U.S.

Senate Report.

297. Notably, one bank testified that it reviewed individual accounts, particularly Antiguan

accounts, and would close the account if the review was unsatisfactory.

298. Further, in February 2000, the Ranking Minority Member of the Permanent

Subcommittee on Investigations distributed a survey on correspondent banking to 20 banks

providing correspondent banking services from locations in the U.S., at least two of which were

Canadian banks. All 20 banks responded to the survey, The survey responses revealed the

following:

(2)

(b)

of the 12 banks that detailed their specified account opening procedures in
response to the survey, all but three banks said that they evaluate the overall
adequacy of banking supervision in the jurisdiction of the respondent bank and

review media reports for information on the applicant; and

a majority of the surveyed banks said they inquire about the applicant with the

jurisdiction's bank regulator, check with local bank branches (if applicable), check
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with bank rating agencies, obtain bank references and complete a customer

profile.

299, The survey also specifically addressed the provision of correspondent banking services to
offshore banks, such as SIB, In response, nine banks said they would not in any circumstance
open a correspondent account for an offshore bank, while eight of the banks said there are times
when they would open such an account, but that they would do so only when the offshore bank is
part of a well-known financial group or a subsidiary or affiliate of an internationally reputable

bank.

300. Responses to the survey also addressed the provision of correspondent banking services
to an Antiguan respondent bank. The report in respect of the survey results states that “most
banks have no relationships” with banks in Antigua. It further noted that one bank responded that
it monitors every transaction involving Antigua, while another bank said that it does not accept

any transfers from or to Antigua at all.

B. * Canadian AML Legislation

301, In addition to complying with the Applicable Standards, Financial Institutions such as TD
Bank are also required to comply with the laws of Canada which address AML and banking
practices and directly incorporate the Applicable Standards. In Canada, such practices are

primarily addressed by way of the PCMLTFA and its regulations.

302, The PCMLTFA, which was originally titled the Proceeds of Crime (Money Laundering)
Act, came into force in 2000, Section 7 of the Act came into force in 2001 and required Financial

Institutions to:
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report to [FINTRAC], in the prescribed form and manner, every financial
transaction that ocours in the course of their activities and in respect of which
there are reasonable grounds to suspect that the transaction is related to the
commission of a money laundering offence or a terrorist activity financing
offence.

In 2007, the PCMLTFA was amended to include codification of many of the

aforementioned Applicable Standards. For instance, subsection 9.4(1) required Financial

Institutions to

304,

take the following measures before. entering into a correspondent banking
relationship with a prescribed foreign entity:

(a) obtain prescribed information about the foreign entity and its activities;

(b) ensure that the foreign entity is not a shell bank as defined in the
regulations;

©) obtain the approval of senior management;

(d)  setoutin writing their obligations and those of the foreign entity in respect
of the correspondent banking services; and

(e) any prescribed measures,

In 2002, the General Regulation to the PCMLTFA, SOR/2002-184 (the “Regulations”)

came into force. The Regulations were amended in 2007 to include further codification of the

aforementioned Applicable Standards, For instance, subsections 15.1(2) and 15,1(3) of the

Regulations state:

(2) Bvery financial entity shall, when it enters into a correspondent banking
relationship, keep a record in respect of the foreign financial institution containing
the following information and documents:

(a) the name and address of the foreign financial institution;
(b) the names of the directors of the foreign financial institution;

(¢) the primary business line of the foreign financial institution;
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(d) a copy of the most recent annual report or audited financial statement of the
foreign financial institution;

(¢) a copy of the foreign financial institution’s banking licence, banking charter,
authorization® or certification to operate from the relevant regulatory agency or
certificate of corporate status or a copy of another similar document;

(fy a copy of the correspondent banking agreement or arrangement, or product
agreements, defining the respective responsibilities of each entity;

(g) the anticipated correspondent banking account activity of the foreign financial
institution, including the products or services to be used;

(%) a statement from the foreign financial institution that it does not have, directly
or indirectly, correspondent banking relationships with shell banks;

() a statement from the foreign financial institution that it is in compliance with
AML and anti-terrorist financing legistation in its own jurisdiction; and

(/) the measures taken to ascertain whether there are any eivil or criminal
penalties that have been imposed on the foreign financial institution in respect of
AML or anti-terrorist financing requirements and the results of those measures.

(3) The financial entity shall take reasonable measures to ascertain whether the
foreign financial institution has in place AML and anti-terrorist financing policies
and procedures, including procedures for approval for the opening of new
accounts and, if not, shall, for the purpose of detecting any transactions that are
required to be reported to [FINTRAC] under section 7 of the Act, take reasonable
measures to conduct ongoing monitoring of all transactions conducted in the
context of the correspondent banking relationship.

305. Further, since 2007, Section 55.1 of the Regulations states the following with respect to

correspondent banking relationships:

55.1 Every financial entity that enters into a correspondent banking relationship
shall

(a) ascertain the name and address of the foreign financial institution by
examining a copy of the foreign financial institution’s banking licence, banking
charter, authorization or certification to operate from the relevant regulatory
agency or certificate of corporate status or a copy of another similar document;
and

(b)take reasonable measures to ascertain, based on publicly available
information, whether there are any civil or criminal penalties that have been
imposed on the foreign financial institution in respect of AML or anti-terrorist
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financing requirements and, if so, to conduct, for the purpose of detecting any
transactions that are required to be reported under section 7 of the Act, ongoing
monitoring of all transactions in the context of the correspondent banking
relationship.

306. Section 9.6 of the PCMLTFA came into force in 2008 and required Financial Institutions
to establish and implement compliance programs for correspondent banking relationships, and

required enhanced due diligence in higher risk circumstances. Pursuant to section 9.6:

(1) Bvery person or entity referred to in section 5 shall establish and implement,
in accordance with the regulations, a program intended to ensure their compliance
with this Part,

(2) The program shall include the development and application of policies and
procedures for the person or entity to assess, in the course of their activities, the
risk of a money laundering offence or a terrorist activity financing offence.

(3) If the person or entity considers that the risk referred to in subsection (2) is
high, the person or entity shall take prescribed special measures for identifying
clients, keeping records and monitoring financial transactions in respect of the
activities that pose the high risk.

307. The requirements of section 9.6(3) of the PCMLTFA are further articulated in the 2008
amendments to Regulations. In particular, section 71 lays out the requirements that Financial

Institutions must follow when implementing a compliance program:

(1) For the purpose of subsection 9.6(1) of the Act, a person or entity referred to
in that subsection shall, as applicable, implement the compliance program referred
to in that subsection by

() appointing & person — who, where the compliance program is being
implemented by & person, may be that person — who is to be responsible for the
implementation of the program;

(b) developing and applying written compliance policies and procedures that are
kept up to date and, in the case of an entity, are approved by a senior officer;

(c) assessing and documenting, in a manner that is appropriate for the person or
entity, the risk referred to in subsection 9.6(2) of the Act, taking into
consideration

(i) the clients and business relationships of the person or entity,
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(ii) the products and delivery channels of the person or entity,
(iii) the geographic Jocation of the activities of the person or entity, and .
(iv) any other relevant factor;

(d) if the person or entity has employees, agents or other persons authorized to act
on their behalf, developing and maintaining a written ongoing compliance
training program for those employees, agents or persons; and

(e) instituting and documenting a review of the policies and procedures, the risk
assessment and the training program for the purpose of testing their effectiveness,
which review is required to be carried out every two years by an internal or
external auditor of the person or entity, or by the person or entity if they do not
have such an auditor,

(2) For the purposes of the compliance program referred to in subsection 9.6(1) of
the Act, every entity referred to in that subsection shall report the following in
written form to a senior officer within 30 days after the assessment:

(a) the findings of the review referred to in paragraph (1)(e);

(b) any updates made to the policies and procedures within the reporting period;
and

(c) the status of the implementation of the updates to those policies and
procedures.

308, In addition, section 71.1 of the Regulations require Financial Institutions to take the

following steps when faced with a higher risk client:

The prescribed special measures that are required to be taken by a person or entity
referred to in subsection 9.6(1) of the Act for the purpose of subsection 9.6(3) of
the Act are the development and application of written policies and procedures for

(a) taking reasonable measures to keep client identification information and the
information referred to in section 11,1 up to date;

(b) taking reasonable measures to conduct ongoing monitoring for the purpose of
detecting transactions that are required to be reported to [FINTRAC] under
section 7 of the Act; and

(¢) mitigating the risks identified in accordance with subsection 9,6(3) of the Act,
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309, The 2008 amendments to the Regulations also incorporated subsection 11.1(1). That
subsection requires Financial Institutions to, having confirmed the existence of a corporate client,
take reasonable measures to obtain the name and occupation of all directors of the corporation
and the name, address and occupation of all persons who own or control, directly ot indirectly,

25 percent or more of the shares of the client corporation,

310. Since 2008, pursuant to section 9.3 of the PCMLTFA, Financial Institutions are required
to determine whether they were dealing with a PEFP, In instances where a Financial Institution
determines that it is dealing with a PEFP, senior management approval is required for the
banking relationship to proceed. Moreover, since 2008, subsection 14(n) of the Regulations
require Financial Institutions to undertake enhanced, ongoing monitoring of their relationships

with any PEFP,

311. Pursuant to section 462.31(1) of the Criminal Code, R.S.C. 1985, c. C-46, anyone
commits a “money laundering offense” for the purposes of the PCMLTFA who
uses, transfers possession of, sends, delivers, transports, transmits, alters, disposes
or otherwise deals with, in any manner and by any means, any property or any
proceeds or any property with intent to conceal or convert that property or those

proceeds, knowing or believing that all or a part of that property or of those
proceeds was obtained as a result of fraud.

312.  Any transaction in respect of which there were reasonable grounds for a Financial
Institution to suspect any of these activities automatically required that Financial Institution to

report to FINTRAC.

C. TD Bank's Internal Policies

313. During the time that it provided correspondent banking services to SIB, TD Bank was

required to have in place and execute internal polices (“Internal Policies”) that reflected the
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rules and requirements laid out in the Applicable Standards, the PCMLTFA, the Regulations and
the Criminal Code. TD Bank's Internal Policies were required and sought to address such areas
as identification, client relationship reviews, enhanced due diligence, open source intelligence

monitoring, transaction monitoring and reporting, risk assessment and risk mitigation practices.

314, In April 2000, Frank Craddock, TD Bank's Chief Security Officer and the person
responsible for TD Bank's deterrence programs, gave evidence before the Canadian Parliament's

Standing Committee on Finance on Bill C-22, Commenting on money laundering, he stated:

In order to protect against this criminal activity, wé have established sound
policies and programs that detect and prevent money laundering,

Just a few of the preventative measures taken by Canadian banks include: the
right to refuse financial transactions suspected of being proceeds of crime as
defined by the Criminal Code; a requirement that a declaration of source of funds
be signed by customers for financial transactions involvihg $10,000 or more; a
requirement for bank employees to report any financial transactions that are
judged to be suspicious, regardless of the amount; the placement of a senior bank
officer in every branch, known as the designated officer, to whom suspicious
transactions are reported; a strong emphasis on the know-your-customer rule, -
whereby employees must obtain appropriate identification and documentation
from clients, as well as understand the client's usual pattern of financial
transactions; an audit of branch compliance with AML policies; and various staff
awareness and education programs, including the distribution of related videos
produced by the CBA corporate security committees.

We all work within the scope of the existing legislation, together with the
guidelines issued by the Office of the Superintendent of Financial Institutions,
known as OSF], and we believe we have developed a very effective measure to
identify money-laundering activities while avoiding high volumes of irrelevant
reports,

315, Similarly, by at least April 2006, TD Bank publicly stated on its website that it had in
place a Global AML Program. In particular, the TD Bank Financial Group of Companies' AML

Statement provided:
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Although a Canadian based financial institution, TDBFG is subject to the AML
statutes and regulations in various countries around the globe. TDBGF's AML
program (described below) contemplates and accommodates these statutes and
establishes minimum standards and requirements across all our businesses
throughout the world.

In order to comply with applicable Canadian and AML laws in the countries in
which we operate, TDBGF has implemented a Global AML Program. The Global
AML Progam includes appointing a Chief AML Officer who is responsible to
senior management and the board of directors for establishing and maintaining the
TD Bank Financial Group's AML Compliance Program; a risk-based Global
AML Policy including Know Your Customer and Enhanced Due Diligence,
record keeping & retention (the Global AML Policy establishes minimum
standards across all our business units and often adopts standards higher than
local requirements); currency transaction and suspicious transaction monitoring -
and reporting; a hierarchy of designated AML officer functions; periodic training
of appropriate employees; and independent internal audits.

This program is routinely evaluated, updated and enhanced in order to reflect
changes to TDBFG's business activities and applicable supervisory standards and
legal requirements. .

All employees are required to read and acknowledge the TDBGF Code of
Conduct & BEthics annually. The guidelines require that and employee not
knowingly initiate or be a party to a money laundering scheme. TDBGF is
committed to complying with the United Nations Suppression of Terrorist
Regulations. No employee shall deal, directly-or indirectly, with any person or
group known or reasonably known to be involved in or supporting terrorism
activities. Employees are require to report illegal, suspicious or unusual activity.

Annually all employees are required to complete an enterprise wide AML training
program which includes a test indicating they have mastered the concepts.

316. To the extent that TD Bank's Internal Policies did not comply with the requirements of
the Applicable Standards, the PCMLTFA, the Regulations and the Criminal Code, TD Bank

violated of the laws of Canada and breached the standard of care required by a reasonable bank.

317. Alternatively, TD Bank also violated the laws of Canada and breached the standard of
care required by a reasonable bank if its Internal Polices adhered to the Applicable Standards, the

PCMLTFA, the Regulations and the Criminal Code but failed to implement its Internal Policies.
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VII. TD BANK'S FAILURE TO ACT

318, Forthe réasons described above, TD Bank should never have opened correspondent bank
accounts for SIB (then Guardian) and, having done so, should have determined that those
accounts needed to be closed, Instead, TD Bank at all relevant times continued unabated in its
provision of banking services to SIB. It did so notwithstanding that it was uniquely situated to
uncover the secret in respect of Tier III and the SIB Looting. As a result, TD Bank is liable to

SIB in negligence and knowing assistance.

A. TD Bank's Negligence
1. Duty of Care
()  TD Bank Owed a Duty of Care to SIB
319, The plaintiffs plead that TD Bank owed SIB duties by virtue of its position as SIB's

correspondent bank. Such duties were an implied term of the contract that governs the
relationship between a banker and its customer (even if no written contract existed) and were

otherwise the result of the relationship between TD Bank and SIB.

320. It was at all times reasonably foreseeable that SIB would suffer the damages described
herein as a result of the failure of TD Bank to adhere to the applicable standard of care, namely

by way of its acts and omissions described herein.

2. Standard of Care

321. At the very least, a reasonable banker was required to act at all times in accordance with

the Applicable Standards, the PCMLTFA, the Regulations and the Criminal Code.

392, Had TD Bank acted as a reasonable banker, it would have, through the exercise of

reasonable care and skill, never provided banking services to SIB, discovered the SIB Looting,
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terminated SIB's access to TD Bank's facilities, reported the conduct of Stanford and the Other
Insiders to the appropriate authorities and/or frozen SIB's accounts. Due to the acts and
omissions described herein (including breach of contract), TD Bank failed to act as a reasonable

banker in the circumstances. As a result, TD Bank breached the duties it owed to SIB,

B. TD Bank's Knowing Assistance
1, TD Bank's Liability to SIB for Knowing Assistance
323, The plaintiffs plead that TD Bank is liable for knowing assistance in the breaches of

fiduciary duty and breaches of trust by Stanford and the Other Insiders.

324, TD Bank knew that Stanford and the Other Insiders were directors and/or corporate

officers of SIB and thus owed fiduciary duties to SIB.

325, TD Bank had sufficient information such that it also knew of] or was reckless or willfully
blind to, the SIB Looting and of Stanford's and the Other Insiders' breaches of their fiduciary
duties and breaches of trust through their orchestration of the SIB Looting. Despite such
knowledge, TD Bank continued to provide correspondent banking services to SIB, which
enabled Stanford and the Other Insiders to maintain the SIB Looting and thereby continue their
misappropriation, Accordingly, TD Bank participated in the breaches of fiduciary duty and

breaches of trust of Stanford and the Other Insiders.

326. SIB ultimately became insolvent and was put into liquidation, Having knowingly assisted
Stanford and the Other Insiders, TD Bank is liable for the damages caused by those breaches,
Such damages include the full amounts improperly diverted from SIB by Stanford and the Other

Insiders through the SIB Looting after TD Bank had sufficient information that it knew of, or
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was recklessly or willfully blind to, the SIB Looting. The Joint Liquidators estimate that the

amounts for which TD Bank is liable are approximately US$5.5 billion and potentially higher.

C. Damages Caused by TD Bank and Other Relief

327. TD Bank's acts and omissions described herein are the proximate cause of the harm
suffered by SIB. As a result of TD Bank's breaches of duty, it repeatedly missed opportunities to
reveal and stop the SIB Looting being orchestrated and undertaken by Stanford and the Other
Insiders and/or turned a blind eye to the SIB Looting. Instead, TD Bank allowed the SIB Looting
to continue and Stanford and the Other Insiders were allowed to continue misappropriating SIB's
funds, In addition, customers continued to make investments in SIB CDs, most or all of which
were subsequently misappropriated from SIB by Stanford and the Other Insiders. The plaintiffs
plead that if TD Bank had performed even its basic duties to SIB as required, the discovery of
the SIB Looting at an eérlier‘ date would have avoided the increased liabilities of SIB and

otherwise reduced or eliminated the losses and damages incurred by SIB after that date.

328, It was reasonably foreseeable that SIB would suffer the damages described herein as a

result of the acts and omissions of TD Bank described herein.

329. By failing to act as a reasonable banker, TD Bank facilitated and allowed the SIB Looting
to continue when it ought to have been reported and prevented. But for TD Bank's conduct, the
fraudulent transactions at issue would not have been completed and damages would not have

been suffered by SIB.

330, SIB suffered substantial damages and losses, in an amount that is presently not fully

known, but that will be quantified prior to trial, and that is at least in the amount of US$5.5

billion.
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331. Given its misconduct as pleaded herein, TD Bank is also liable to provide a full
accounting of all revenues and profits from its dealings with SIB and to disgorge and make full

restitution of all such revenues and profits,

VIII. LOCATION OF THE TRIAL

332, The plaintiffs propose that this action be tried in Toronto,

Date: May 12, 2014 BENNETT JONES LLP
One First Canadian Place
Suite 3400, P.O. Box 130
Toronto, ON M5X 1A4

Lincoln Caylor (LSUC # 37030L)
Maureen M. Ward (LSUC #44065Q)
Nathan J. Shaheen (LSUC #60280U)

Tel: 416.777.6121/4630/7306
Fax: 416.863.1716

Lawyers for the plaintiffs
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